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DHS INFORMATION TECHNOLOGY: HOW EF-
FECTIVELY HAS DHS HARNESSED IT TO SE-
CURE OUR BORDERS AND UPHOLD IMMI-
GRATION LAWS? 

Tuesday, March 19, 2013 

U.S. HOUSE OF REPRESENTATIVES, 
SUBCOMMITTEE ON OVERSIGHT AND MANAGEMENT 

EFFICIENCY, 
COMMITTEE ON HOMELAND SECURITY, 

Washington, DC. 
The subcommittee met, pursuant to call, at 2:00 p.m., in Room 

311, Cannon House Office Building, Hon. Jeff Duncan [Chairman 
of the subcommittee] presiding. 

Present: Representatives Duncan, McCaul, Broun, Rothfus, Hud-
son, Daines, Barber, Thompson, Payne, and O’Rourke. 

Mr. DUNCAN. The Committee on Homeland Security Sub-
committee on Oversight and Management Efficiency will come to 
order. The purpose of this hearing is to closely examine the Depart-
ment’s critical information technology systems and their daily oper-
ations protecting the Nation’s borders, preventing terrorists from 
entering the United States, and facilitating the legitimate flow of 
people and trade. 

Before I begin my opening statement I would like to express the 
subcommittee’s frustration with the DHS over not providing its 
written testimony on time. This is unfair to the Members and other 
witnesses. We expect the Department to provide their written 
statement in accordance with the committee rules moving forward. 

I and other subcommittee Members are also disappointed that 
DHS’s chief information officer, Mr. Richard Spires, was unable to 
testify today on these important issues. Mr. Spires has been out-
spoken in improving IT within DHS and ensuring transparency 
and meaningful oversight. We look forward to hearing from him on 
these issues at a future date. 

Now I recognize myself for an opening statement. Before I do, I 
will mention that we do have votes at 2:15, so we are going to try 
to get through as much as we can before Members are required to 
leave. 

The component agencies that make up the Department of Home-
land Security rely heavily on information technology, or IT, to per-
form a wide range of missions. IT is especially important with re-
gard to border security and immigration enforcement. 

With one of the Federal Government’s largest information tech-
nology budgets, DHS’s component agencies such as Customs and 
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Border Protection, Immigration and Customs Enforcement, and 
U.S. Citizenship and Immigration Services rely on critical IT sys-
tems and their daily operations to protect the Nation’s borders and 
prevent terrorists from entering the United States, and facilitate 
the legitimate flow of people and trade into and out of our country. 

Having been down on the border at our ports of entry, I recognize 
the integral role IT infrastructure plays in the ability of ICE and 
CBP agents to carry out their missions. In fiscal year 2012 the De-
partment of Homeland Security planned to spend nearly $5.6 bil-
lion in IT investments, $1.7 billion of which is for programs the De-
partment considers to be major investments in CBP, ICE, and 
USCIS. 

A few of the examples of these mission-critical programs related 
to border security and immigration enforcement include CBP’s 
automated commercial environment and international trade data 
system, which will replace existing technology and increase effi-
ciencies by serving as a central data collection system for Federal 
agencies needing access to international trade data in a secure, 
paper-free Web environment. 

Similarly, both CBP and ICE are working on the respective por-
tions of the Traveler Enforcement Compliance System, or TECS 
Modernization program, which will be an important upgrade to a 
legacy system developed in the 1980s by the U.S. Customs Service 
to support inspections and investigations. A similar effort is ICE’s 
Detention and Removal Operations Modernization, which will sig-
nificantly upgrade IT capabilities to support the efficient detention 
and removal of aliens who are in the custody of ICE. 

Given the size of the Department’s investment in IT, effective 
management and oversight of IT programs and expenditures is 
critical to ensure DHS is using taxpayer money efficiently and 
holding programs accountable for agreed-upon deliverables. Despite 
some successes by the Department and data center in network con-
solidation, as well as cloud-based service offerings and establishing 
IT centers of excellence, GAO and DHS Inspector General have 
identified numerous cases where the Department has yet to reduce 
cost and duplication through technology-based integration and 
modernization. 

GAO reported in September 2012 that DHS’s 68 major IT invest-
ments, roughly one-third, had not fully met their cost or scheduled 
targets. These delays can mean border agents will have to make 
due with legacy IT systems for longer periods. Similarly, the DHS 
Office of Inspector General has identified information technology 
management as a major challenge facing the Department, includ-
ing attempts to create a unified information technology infrastruc-
ture for effective integration and agency-wide management of infor-
mation technology assets and programs. 

At the component level, the DHS Inspector General identified 
aging IT infrastructure, interoperability, and functionality at the 
CBP as specific challenges creating an environment difficult to sup-
port CBP’s responsibility to secure the border. For instance, the IG 
reported that in some instances Border Patrol staff cannot commu-
nicate seamlessly from analog to digital platforms with Federal, 
State, and local partners in all sections of the country. 
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I personally find it alarming that after a decade after the Depart-
ment was stood up and billions of dollars poured into securing our 
borders, preventing another September 11, that CBP staff in one 
location might not be able to reliably share information not only 
with local law enforcement officers, but also with other agencies 
within the DHS apparatus. 

Similarly, a November 2011 DHS IG report details struggles by 
USCIS to transform its fragmented paper-based business process to 
a flexible, efficient, and electronic adjudication service. However, 
this transformation has yet to be fully implemented because of 
delays in strategy and system requirements, which ended up cost-
ing American taxpayers hundreds of millions of dollars. As a result, 
USCIS missed an opportunity to process immigration benefits more 
efficiently, combat identify fraud, and share critical information 
necessary to quickly identify criminals and possible terrorists. 

I am happy to welcome our witnesses to the hearing today and 
look forward to hearing about the steps taken by the Department 
to develop an agile approach to IG development at these critical 
agencies and progress in eliminating duplication, consolidating ex-
isting technology, and improving the overall management of those 
IT projects of CBP, ICE, and USCIS, which will enhance DHS’s 
mission of securing the border while upholding immigration laws. 

It is absolutely critical that in a time of financial belt-tightening, 
particularly as the Congress begins to look at addressing the issue 
of comprehensive immigration reform, the DHS be able to meet IT 
investments and capabilities on time and on budget without posing 
a risk to the Department’s ability to fulfill its mission of securing 
homeland. 

I will just note that the total cost for the IT systems was pro-
jected at—I am turning to the number here, $5.6 billion. The com-
plete St. Elizabeths site that we visited last Friday is budgeted at 
$4 billion. So, the IT systems is a billion—a little over a billion and 
a half more than the complete St. Elizabeths site. That is alarming 
to me at the cost. So I wanted to bring that up. 

The Chairman will now recognize the Ranking Minority Member 
of the subcommittee, the gentleman from Arizona, Mr. Barber, for 
any opening statement he may have. 

Mr. BARBER. Well, thank you, Mr. Chairman. 
Thank you to the witnesses for being with us today. 
Each year the Department of Homeland Security spends approxi-

mately 15 percent of its total budget on information technology sys-
tems. As the Chairman noted, in 2012 this was approximately $6 
billion. Given the significance of this investment, it is critical that 
we are holding this hearing today in an effort to carry out our over-
sight functions and responsibilities for these very costly systems. 

While the GAO and the Department of Homeland Security Offi-
cer of the Inspector General have generally found that most of the 
major IT investments by the Department are sound and are pro-
viding DHS the necessary tools to carry out its mission, it is clear 
that several IT projects are not going as promised. This is espe-
cially true of the technologies that have been used or attempted to 
be used to secure the border. 

In my home district in southern Arizona, I have seen first-hand 
the extreme waste of taxpayer money on programs like SBInet, a 
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program that was designed without input from the people on the 
ground who know what is best in that community in that area. It 
seemed promising at the time. Yet at the ultimate cost of over $1.5 
billion there has been little or no return on our investment. To my 
dismay, I would have to say the SBI successor, according to the 
GAO, the Arizona Border Technology Plan, appears to face similar 
challenges as SBInet and looks like it might be more of the same. 

These are two examples that show that the Department must do 
more to improve its IT structure, governance, and the manner in 
which it develops IT systems. Hopefully recent changes to how IT 
decisions are made at the Department and managed will yield bet-
ter results and budgetary savings, especially as it relates to border 
security. 

Twenty-four hours a day, 365 days a year, as you know, the men 
and women of the Customs and Border Patrol and Immigration 
and Customs Enforcement put their lives on the line in very rug-
ged environments to secure our borders and to prevent illegal traf-
ficking and smuggling from across the line. If there are technology- 
based solutions that can help them fulfill their mission, it is essen-
tial that the Department and Congress provide them with those re-
sources. 

However, we must ensure that the technology we deploy is prov-
en, is cost-effective, trustworthy, and meets the needs of those on 
the front line. I will repeat that when the implemented SBInet con-
tract specifically prohibited the contractor from talking to agents 
on the ground, that can’t happen again. 

We must ask the end-user, No. 1, is this technology that is need-
ed? No. 2, is this technology that would actually work in a border 
environment? When developing new IT systems I encourage the 
Department to utilize the services of its own Science and Tech-
nology Directorate in addition to leveraging the skills and knowl-
edge that can be found in our Nation’s universities. 

In 2008 the University of Arizona became the co-lead of a re-
search university team that have partnered to form the Center for 
Excellence of Border Security and Immigration. This partnership 
has yielded numerous successful endeavors that can stem the flow 
of drugs across the Southwest Border, aiding and protecting decep-
tion and malicious intent by those seeking to enter the United 
States and improve the effectiveness of our checkpoints. 

As we seek to improve and harness new border-related IT sys-
tems, I urge the Department to continue to utilize the University 
of Arizona Center of Excellence and also engage ranchers and those 
living along the border and the working agents who work the bor-
der for first-hand information accounts of what works and what 
doesn’t work. 

I want to echo here the Chairman’s comments about tele-
communications. It became painfully clear to me in 2010 when I 
was district director to Congresswoman Giffords that we have a 
long way to go to ensure that the agents can communicate with 
each other and other law enforcement departments. The death of 
Rob Prince during that time was an example of how poor the tele-
communications is, and I fear they may be not much better today. 

I will encourage the Department to engage with Boeing and oth-
ers who have worked on projects to secure the border in what has 



5 

worked and what has not. In closing, let me just say this: That 
while the use of technology to secure our border is needed and a 
sign of the times, nothing can replace actual boots on the ground. 

You know I am very concerned, even though it is not the subject 
of our hearing today, that as a result of the budget sequestration 
issue we are now going to see less overtime, less time on the job 
for Border Patrol agents, the people who actually secure our border 
day-in and day-out. We have to make sure that we do not allow the 
progress we have made to be degraded by these budget cuts. As we 
evaluate technology on the border, which comes at a high financial 
cost, I would caution us to ensure that the Department is not ex-
ceeding IT cost estimates at the risk of putting Border Patrol 
agents out of work. 

Thank you, Mr. Chairman. I yield back. 
Mr. DUNCAN. Thank the Ranking Member. The other Members 

of the subcommittee are reminded that opening statements may be 
submitted for the record. 

We are pleased to have a very distinguished panel of witnesses 
before us today on this important topic. What I will do is I will in-
troduce each witness and then we will recognize you. 

The first witness is Ms. Margie Graves. She is the deputy chief 
information officer for the Department of Homeland Security. In 
this capacity, Ms. Graves oversees the Department’s IT portfolio of 
about $6 billion in IT programs. 

Ms. Graves manages the operation of the Office of Chief Informa-
tion Officer, which covers functional areas of applied technology en-
terprise, architecture, data management, IT, security infrastruc-
ture, operations, IT accessibility, budget, and acquisition. Prior to 
her selection as deputy CIO in 2008, Ms. Graves held numerous 
senior IT positions in the Department. Ms. Graves also has 20 
years’ experience in the management consulting industry. 

Mr. David Powner—am I pronouncing that right, Powner? 
Okay—is the director of information technology, IT management 
issues at the Government Accountability Office or GAO. At GAO, 
Mr. Powner’s work focuses on system development and acquisition, 
IT governance, IT reform initiatives and major IT modernization ef-
forts. He also has led work on cyber critical infrastructure protec-
tion. During his time in the private sector, Mr. Powner held several 
executive-level positions in the telecommunications industry. 

Mr. Charles Edwards is the deputy inspector general of the De-
partment of Homeland Security. Mr. Edwards is the head of the 
Office of Inspector General, a role he first obtained when named 
acting inspector general in February 2011. Mr. Edwards has over 
20 years’ experience in the Federal Government, and has held lead-
ership positions at several Federal agencies including TSA, the 
United States Postal Service’s Office of Inspector General, and the 
United States Postal Service. 

So, I thank all of you for being here today. The Chairman will 
now recognize Ms. Graves to testify. 
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STATEMENT OF MARGARET H. GRAVES, DEPUTY CHIEF IN-
FORMATION OFFICER, U.S. DEPARTMENT OF HOMELAND SE-
CURITY 
Ms. GRAVES. Chairman Duncan, Ranking Member Barber, and 

Members of the subcommittee, thank you, and good afternoon. As 
deputy CIO at DHS I oversee an IT portfolio $5.4 billion in pro-
grams and manage OCIO operations. This has given me valuable 
insight and perspective to share with you on the efforts that we are 
making at DHS to ensure effective delivery of IT programs to sup-
port the missions of DHS. 

When the DHS OCIO evaluates the health of an IT program we 
focus primarily on three areas. 

The first area is whether a program has correct management 
structure and skilled and experienced individuals to fill key pro-
gram management roles. It is critical to ensure that every large IT 
program has a qualified program manager or PMO, and additional 
core positions based on its level of complexity. The skills and expe-
rience of the staff and the PMO are the most heavily-weighted cri-
teria in how we evaluate our IT programs. 

The second area is proper alignment of key stakeholders and 
oversight to help address issues that may arise. Even the best pro-
gram manager will have challenges if the governance model does 
not effectively support and provide guidance to the program. 

Within DHS we have implemented a three-tiered governance 
structure. At the enterprise level we have a governance board 
known as the Acquisitions Review Board or ARB, which adju-
dicates major acquisitions decisions. In addition, portfolio steering 
committees and executive steering committees, or ESCs are char-
tered by the ARB and provide program governance. 

The third and final area is whether a program is leveraging pro-
gram, project, and technical best practices to minimize program 
risk and therefore maximize its chance for success. Within DHS we 
are implementing such a model under which we call our acquisition 
and program management Centers of Excellence. These Centers of 
Excellence provide a number of services to programs, including 
sharing best practices and materials, training programs and men-
toring, and expert in subject matter support. 

DHS IT programs are now governed by these principles. As ex-
amples I would like to highlight four of our programs. 

First example is CBP’s Automated Commercial Environment or 
ACE, which is modernizing how CBP secures U.S. borders, speeds 
the flow of legitimate shipments and targets illicit goods. In 2010 
the program was placed on OMB’s list of troubled Federal IT 
projects. 

Since that time the PMO addressed skill gaps and embedded 
business expertise. The governance model has been strengthened, 
and the program has worked closely with a number of COEs to 
gain expertise. Strong program governance and organizational 
changes, active stakeholder engagement and support, and imple-
menting agile development and sound funding strategies have 
placed the program on the right course. 

My second example is CBP’s TECS Modernization which is a key 
border enforcement system supporting the screening of travelers 
entering the United States and the screening requirements at other 
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Federal agencies that use the information for law enforcement and 
benefit purposes. TECS Mod, which is modernized incrementally 
with five projects that focus on major functional areas, and is on 
a schedule to be complete by the end of fiscal year 2015. 

The third program I would like to highlight is CIS’s Electronic 
Immigration System or ELIS. The program was put in place to 
transition the agency from a fragmented, paper-based operational 
environment to an integrated, paperless, electronic environment. 
Unfortunately there were difficulties on the first release. 

But under the direction of the ARB we set up an ESC to oversee 
the program, participate in test stat review in conjunction with the 
Federal CIO, created a life-cycle cost estimate and an integrated 
master schedule, and facilitated the program’s migration to DHS 
provided cloud services. Since then, CIS successfully developed the 
technology architecture to better support agile development and 
has delivered two additional ELIS projection release, which should 
enable CIS to stay within estimated cost and schedule. 

The final program I would like to highlight is ICE’s Detention 
and Removal Operations Modernization or DROM. It was initiated 
in late 2006 to improve the operational effectiveness of enforcement 
and removal operations, or ERO, and to strengthen the alignment 
of the ERO mission with the Secured Border Initiative. Despite 
technical and operational challenges, DROM is targeted to move 
into full sustainment by fiscal year 2014, providing full operational 
capability while coming in under budget. 

At DHS we are working hard to mature our ability to deliver 
new capabilities by improving the skills of our staff to manage pro-
grams, effectively overseeing these programs and harnessing the 
best practices in how we run those programs, ultimately increasing 
our ability to support the homeland security enterprise. Thank you. 
I am pleased to address your questions. 

[The prepared statement of Ms. Graves follows:] 

PREPARED STATEMENT OF MARGARET H. GRAVES 

MARCH 19, 2013 

Chairman Duncan, Ranking Member Barber, and Members of the subcommittee, 
thank you and good afternoon. Today I will discuss efforts we are making at head-
quarters and across the components at the Department of Homeland Security (DHS) 
to ensure effective delivery of IT programs to support the missions of DHS. My expe-
rience in public-sector large-scale IT organizations has given me unique insight in 
how to effectively leverage IT to support the mission and business needs of a large 
organization. 

I will first describe what DHS is doing as an enterprise to support delivery of mis-
sion capabilities, with particular emphasis on how we are working to systemically 
improve our acquisition and program management capabilities to ensure successful 
delivery of programs. Second, I will highlight four major programs that support our 
border security and immigration missions, namely the United States Custom and 
Border Protection’s (CBP) TECS Modernization, CBP’s Automated Commercial En-
vironment (ACE), U.S. Citizenship and Immigration Service’s (USCIS) Trans-
formation, and U.S. Immigration and Custom Enforcement’s (ICE) Detention and 
Removal Operations Modernization (DROM). 

IMPROVING DHS’S ABILITY TO DELIVER SUCCESSFUL IT PROGRAMS 

When I evaluate the health of an IT program, I focus on three areas: Whether 
a program has the correct management structure and the proper set of skilled and 
experienced individuals to fill key program management roles; proper alignment of 
key stakeholders and oversight to help address issues that may arise; and whether 
the program is leveraging program, project, and technical best practices to minimize 



8 

program risk and therefore maximize its chance for success. It is important to note 
during this period of fiscal austerity that all three contribute directly to a program’s 
ability to deliver as efficiently and cost-effectively as possible. Below I provide more 
detail on each of these three key areas, with particular focus on how DHS is, as 
an enterprise, working to mature our institutional capability in each. 
Program Management Structure, Skills, and Experience 

Programs are not successful when they lack experience and skills in critical pro-
gram management positions or a solid program management office (PMO). For 
large, complex IT programs, having a program manager (PM) who has successfully 
managed and delivered numerous IT programs is vital. 

Large, complex IT programs vary greatly, so there is not one model that fits every 
program. While every program should have a qualified program manager, additional 
positions vary based on its complexity and should be considered on a case-by-case 
basis. The following positions, however, are typically core, and programs lacking 
solid individuals filling these positions at higher risk: Systems architect; data archi-
tect; requirements manager; development and integration manager; test manager; 
configuration manager; operations manager; contracting officer; and contracting offi-
cer’s representative. 

In addition to the above core positions, when organizations embark on large IT 
programs, it is critical to ensure the right business or mission owner involvement. 
It is necessary to have full-time representatives of the business who can not only 
successfully work within the program to define requirements of the system, but also 
help the PMO make the trade-off decisions that are a constant in a program. In as-
sessing a program, I look for individuals who are steeped in the current process end- 
to-end, who have true credibility with senior management, and who demonstrate 
flexibility to deal with unending change as a program unfolds and matures. While 
we often need strong contractor teams to help execute large complex programs, suc-
cessful PMOs are staffed with strong Government staff who can provide the leader-
ship and oversight necessary to direct the work. It is essential that each program 
find the approximate mix of Federal and contractor personnel to staff their PMO 
and ensure the PMO is fully integrated. 

DHS is taking aggressive steps to ensure that we can properly staff our major IT 
programs with skilled and experienced personnel. We have a number of training 
programs, most notably a PM certification course. In addition to a standard PM cer-
tification, we have additional specialty courses for PMs that run IT programs. Fur-
ther, we have course tracks in other key skill areas as outlined above, to include 
requirements engineering, systems engineering, and test and evaluation methodolo-
gies. Finally, we have built into our program evaluation criteria the recognition that 
the PMO is key to success. The skills and experience of the staff in the PMO is the 
most heavily-weighted criteria in how we evaluate our IT programs. 
Program Governance 

Even the best program manager will have challenges if the governance model does 
not work. Governance drives alignment amongst key decision makers in an organi-
zation. We have heard for decades that IT programs fail because of ill-defined re-
quirements or poorly-managed requirements scope throughout the life cycle of a pro-
gram. While true, this is a symptom of a more fundamental underlying cause: The 
inability for all key stakeholders in a program to be ‘‘on the same page’’ in defining 
desired outcomes and approaches to meet those outcomes. 

Change is inevitable in all IT programs, so achieving such alignment is not a one- 
time event occurring at the start of a program. Alignment is an on-going process 
that is critical throughout an investment’s strategic planning, design, and develop-
ment, as well as its implementation; hence, governance must be viewed as a full 
life-cycle process. Sometimes the change is significant, making on-going alignment 
even more crucial to successfully driving the promised Return on Investment (ROI) 
and ensuring accountability. Further, for complex IT systems, there are at least a 
half-dozen stakeholder organizations that must be aligned, to include the strategy 
organization, business or mission owner of the system, IT, finance, procurement, se-
curity, and privacy. Ensuring all key stakeholders are involved in key decisions is 
an essential element to assuring genuine alignment. 

Based on my experience, establishing a strong, active program governance board 
is required to ensure such alignment. Program governance boards provide guidance, 
decision making, and oversight of one or more programs. The function of the pro-
gram governance board is not to usurp the authorities of the PM, but rather to pro-
vide a forum by which the PM can bring key issues and trade-off decisions to an 
informed, empowered body that has a vested interest in that program’s success and 
that views the PM as a trusted advisor and true subject-matter specialist. In today’s 
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environment of more modular and agile development, a program in design or devel-
opment should have a program governance board that meets no less than monthly, 
and in some cases weekly, depending on the type of program and life-cycle stage 
of the investment. Not only does an active program governance board support ac-
countability, it also fosters transparency. 

Within DHS, we have developed a management directive and are maturing our 
program governance processes. At the enterprise level, we have a governance board 
known as the Acquisition Review Board (ARB), chaired by the DHS Under Secretary 
for Management and with all the DHS Lines-of-Business as members, which has ul-
timate authority over all DHS programs. DHS has embarked on a tiered governance 
model in which Executive Steering Committees (ESCs) are chartered by the ARB 
to provide governance of a program or related set of programs. While not fully im-
plemented across all programs, the ESC structure is chartered for programs rated 
at higher risk. Of the 88 major IT programs, my office (DHS Office of the Chief In-
formation Officer or OCIO), working with the DHS Program Accountability and Risk 
Management Office (PARM), has identified 16 programs that would immediately 
benefit from the governance model of an ESC. I am pleased to write that all 16 of 
those programs now have the oversight of an ESC. Further, I am personally in-
volved or have a senior representative from my office as a member of each of these 
ESCs. 

In addition to the tiered governance model, DHS OCIO partners with PARM to 
monitor all major programs based on monthly status reporting from each program. 
If a major IT program is showing negative indicators in monthly reporting, we will 
hold a Techstat on the program, which is a program review to identify the issues 
affecting the program along with a set of remediation actions to address the issues. 
Within the last 2 weeks, a Techstat on one program resulted in 11 remediation ac-
tions, to include the establishment of an ESC for the program. 
IT Program and Technical Best Practices 

Even with a solid PMO and proper governance, it is critical that IT programs le-
verage the practices and tools that are appropriate for the work at hand. Using the 
proper methods to capture requirements, complete a systems design, implement a 
configuration management process, and properly test the system are just a handful 
of the myriad practices that must be implemented in a large IT program. Even a 
skilled and experienced set of individuals cannot be expected to deeply understand 
current best practices in all areas, so it can be greatly beneficial for programs to 
acquire guidance and help from subject matter experts in varied disciplines that 
cross the program, project, and technical disciplines. 

Within DHS, we are implementing such a model under what we call our Acquisi-
tion and Program Management Centers of Excellence (A&PM COEs). The COEs pro-
vide a number of services to programs to include: (1) Development or adoption of 
proven practices, guidance, document templates, and examples; (2) support program 
management workforce development through development of training programs and 
mentoring; (3) expert support (support the stand-up of new programs; support pro-
gram reviews; and provide subject matter expertise for programs that have skills 
gaps or are struggling; (4) identification and development of enterprise tools to en-
able more effective program management; and (5) identification of program health 
criteria that recognizes what program success looks like. 

To date, DHS has established eight COEs to support programs, including COEs 
for program management (to include schedule and risk management as well as life- 
cycle logistics), cost estimating and analysis, enterprise architecture, systems engi-
neering, requirements engineering, test and evaluation, privacy, and accessibility. A 
key to making this work is to draw from expertise across DHS, so individuals from 
each component can participate in their particular area of expertise. Through this 
federation, we work to create communities of practice bringing ideas from across 
DHS that strengthen the work of each COE. While we have made significant 
progress in establishing COEs, we continue to work on maturing our efforts, and 
plan to review the need for additional COEs in years to come. 

KEY DHS PROGRAMS SUPPORTING BORDER SECURITY AND IMMIGRATION 

The remainder of the testimony highlights a number of key IT programs, both in 
terms of how they support DHS missions in border security and immigration, and 
how we are leveraging the work outlined above to improve the delivery of these 
major IT programs. 
CBP—Automated Commercial Environment (ACE) 

ACE is a multi-year program with sunk costs of $3.2 billion to modernize the 
business processes essential to securing U.S. borders, speeding the flow of legitimate 
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shipments, and targeting illicit goods. ACE modernizes and enhances trade proc-
esses and forms the backbone for the ‘‘single window’’ through which the inter-
national trade community will electronically provide all information needed by Fed-
eral agencies for the import and export of cargo. The ACE program is essential to 
improving the ability of CBP’s agents and officers and those of 47 Partner Govern-
ment Agencies (PGAs) to assess cargo for security, health, and safety risks, while 
speeding the flow of legitimate trade and ensuring compliance with U.S. trade laws. 

Cost and Schedule Performance 
In 2010, the program was placed on the Office of Management and Budget’s 

(OMB) list of 26 troubled Federal IT projects. In addition, the DHS ARB placed ACE 
on a pause status while the program worked to address its issues. Since that time, 
CBP, with the support of DHS and OMB, has worked aggressively to turn the pro-
gram around. While parts of ACE are in operations and maintenance, much 
functionality remains to be developed. Therefore, working with DHS, CBP has de-
veloped a plan for the completion of core trade processing capabilities in ACE and 
decommissioning the legacy system within approximately 3 years. A key component 
of this plan is the implementation of an agile software development methodology 
which focuses on the production of smaller pieces of functionality more frequently, 
resulting in a more flexible user-focused development process. CBP’s plan addresses 
the priorities identified by internal system users as well as key trade community 
and PGA stakeholders: Cargo release, entry summary edits, and exports. 

With respect to the program’s funding strategy, CBP has made great progress in 
reducing ACE Operations and Maintenance (O&M) costs and identifying internal 
sources of CBP funds to support remaining ACE development and migration. 

Challenges 
CBP has addressed a number of basic organizational and governance challenges 

as it administered the ACE program. Based on direction from the ARB and with 
DHS’s support, CBP responded with program changes as documented in the ACE 
Improvement Plan submitted to OMB. Specifically, CBP has: 

• Established an ACE Business Office in the Office of International Trade to bet-
ter define business needs through an enhanced business requirements process. 

• Increased stakeholder engagement through the establishment of an Executive 
Steering Committee (ESC) that includes all levels of DHS and CBP leadership. 

• Also increased engagement with all impacted CBP program offices, volunteer 
Government field personnel serving as ACE Ambassadors, the Trade Commu-
nity, and Partner Government Agencies. 

• Defined baseline needs through an enhanced business requirements process. 
• Executed a new approach for the development of functionality by building in 

modular components that treat each piece of distinct functionality as a separate 
project for frequent delivery of smaller segments of functionality. 

• Conducted more effective oversight of contractors through greater internal con-
trols and governance. 

Program Outlook 
CBP has taken significant steps to reposition ACE for success. Skills gaps in the 

ACE PMO were identified and are being addressed; the PMO is working well and 
has embedded business expertise. As noted above, the governance model has been 
strengthened with the addition of an ESC chaired by the Deputy Commissioner. Fi-
nally, the program has worked closely with a number of the PM COEs to ensure 
best practices are being leveraged across the program. For instance, technical com-
plexity is being reduced by transitioning the program to a simplified architecture 
that relies less on a large stack of complex proprietary solutions and more on a few 
well-proven open-source technologies. This will greatly simplify development, and 
allow rapid integration of the solution so that it can be quickly fielded in an incre-
mental fashion. 

The program is also embedding domain knowledge experts in the development 
process to help ensure frequent and timely feedback to developers as the solution 
is produced, greatly reducing requirements uncertainty and allowing for the pro-
gram to adjust to changing requirements rapidly. The program is using a feature- 
based approach to manage requirements to achieve formal software releases every 
6 months. This shorter and iterative release cycle is being mandated to ensure value 
is quickly realized by the CBP agents and officers along with other PGAs in the 
field on a regular recurring schedule. 

The strong program governance and organizational changes, active stakeholder 
engagement and support, and sound funding strategy demonstrate that the program 
is on the right course. 
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CBP—TECS Modernization 
TECS (no longer an acronym) is a key border enforcement system supporting the 

screening of travelers entering the United States and the screening requirements 
of other Federal agencies used for law enforcement and benefit purposes. TECS sup-
ports more than 70,000 users who represent more than 20 Federal agencies respon-
sible for traveler processing, investigations, vetting, entry/exit, and research require-
ments. The TECS Modernization program is primarily focused on modernizing serv-
er infrastructure, databases, and user interfaces to sustain and improve current 
screening capabilities well into the future. The program also provides for highly 
scalable functionality that meets constantly emerging screening requirements. Some 
of the mission benefits of modernizing TECS include: Enhancing the capability to 
protect the Nation from the entry of individuals who may pose a threat to National 
security or public safety; ensuring the efficient flow of lawful people crossing U.S. 
borders; and enabling effective decision-making through improved information shar-
ing. 

The modernization of the legacy TECS system is being accomplished through two 
separate programs, one within CBP and the other within ICE. Each is funded and 
being executed separately. While both modernization programs remain focused on 
continued support of each agency’s unique mission, each program coordinates com-
mon interests regarding planning, development, and data migration efforts. 

COST AND SCHEDULE PERFORMANCE 

TECS Mod began the 8-year modernization effort in 2008, and is on track to com-
plete the project in 2015 as scheduled. TECS is being modernized incrementally 
with five projects that focus on major functional areas. These projects are: Sec-
ondary Inspection (SI); High Performance Primary Query and Manifest Processing 
(HPPQ); Travel Document and Encounter Data (TDED); Lookout Record Data and 
Services (LRDS); and Primary Inspection Processes (PIP). 

Functionality, such as Secondary Inspection, has already been delivered and is 
being used successfully at ports of entry. In 2013, TECS Mod will deliver additional 
capabilities that were designed and developed in previous years. Operational Test-
ing for the High Performance Primary Query, Travel Documents and Encounter 
Data, and the Lookout Records and Data Services Projects will begin in 2014. 

PROGRAM OUTLOOK 

Currently the TECS Modernization program is on schedule to complete by the end 
of fiscal year 2015 as detailed in the Acquisition Program Baseline. Some of the 
major accomplishments to date include: 

• LRDS Watch List Service, which provides terrorist records to DHS, activated 
August 2010; 

• Secondary Inspection to all Air/Sea Ports Of Entry (POEs) implemented May 
2011 and deployed Secondary Inspection to two Land ports of entry (POEs) in 
November 2012 for operational testing; 

• High Performance Primary Query (HPPQ) Service for Advance Passenger Infor-
mation System activated in November 2012; 

• HPPQ Initial Operation Capability (IOC) met on February 1, 2013. 
USCIS—Transformation 

In 2008, USCIS embarked on a program to transition the agency from a frag-
mented, paper-based operational environment to an integrated, paperless, electronic 
operational environment. The new operational environment, known as USCIS Elec-
tronic Immigration System (ELIS), enables customers to file requests for immigra-
tion benefits and USCIS officers to adjudicate those benefit requests within the 
same system. USCIS ELIS heavily leverages proven methods from the Government 
and the private sector to meet mission requirements for improved efficiency, quality, 
customer service, and features that support our National security. USCIS ELIS is 
a person-centric system that is already improving collaboration and information 
sharing within DHS and with other Federal agencies. 

USCIS launched the first release of USCIS ELIS in May 2012. This release deliv-
ered the foundational technology components and basic end-to-end capabilities for 
applicants for certain benefit types using Form I–539, ‘‘Application to Extend/ 
Change Nonimmigrant Status.’’ This release included capabilities for on-line account 
set-up, electronic filing, security checks, case management, direct electronic cor-
respondence with customers, and issuance of notices and decisions to customers. 
Feedback on USCIS ELIS performance from USCIS staff and customers has been 
positive. 
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Cost and Schedule Performance 
The USCIS Transformation, when started in 2008, used a traditional ‘‘waterfall’’ 

approach to development and a single contractor as a lead systems integrator. The 
initial requirements development process took almost 2 years and development for 
the first release required an additional 14 months, including 7 months of testing 
and defect remediation. Although the initial release included much of the basic 
functionality to support the future development of additional benefit product lines, 
USCIS determined that such an approach was not sustainable in the long-term. 

After the initial release in May 2012 USCIS decided to temporarily reduce the 
size of the contractor team while it transitioned to an agile development process and 
put in place improved governance mechanisms, with the intention of ramping up the 
program up again once these were in place. During 2012, as the program improved 
its agile approach, the number of agile teams was increased from three to six. The 
program intends to eventually scale up to 12 agile teams of approximately 10 devel-
opers and testers each, in order to reach Final Operating Capability as quickly as 
possible. A Life-Cycle Cost Estimate (LCCE) and a roadmap have been completed 
for the program. 

Challenges 
The difficulties in delivering the first release prompted USCIS, in collaboration 

with the DHS OCIO, PARM, and the Federal Chief Information Officer (CIO) to con-
clude that there were fundamental issues in the USCIS Transformation program 
management structure and skills, the role and performance of the lead systems inte-
grator, the overall governance framework, the technical architecture of the solution, 
and the development approach. Under the direction of the ARB, the DHS CIO’s Of-
fice worked with USCIS to set up an ESC to oversee the program, with the DHS 
CIO as a voting member. DHS also participated in a Techstat review of the program 
with the Federal CIO, worked with USCIS to create a Life-Cycle Cost Estimate 
(LCCE) and an Integrated Master Schedule (IMS), and facilitated the program’s 
adoption of technical best practices by assisting it in migrating to DHS-provided 
cloud services. 

Since late 2011, USCIS, in conjunction with my office and under the direction of 
the ARB, has taken significant steps to address each of its challenges, including: 

• Revamped the program management office to take on more of the program’s 
management and add needed skills. 

• Modified the role of the lead systems integrator to drive improved performance. 
• Modified the governance framework to include establishment of an Executive 

Steering Committee, chaired by the Director of USCIS. 
• Create a Life-Cycle Cost Estimate (LCCE) and Integrated Master Schedule 

(IMS). 
• Simplified the ELIS architecture to be more modular and to leverage open 

source software to the extent possible. 
• Transitioned to modular framework, with releases delivered under an agile ap-

proach. 
Program Outlook 

Since May 2012, USCIS has successfully delivered one schedule two additional 
USCIS ELIS production releases using the agile development approach and with all 
planned functionality completed. The first agile release was delivered in September 
2012 and the second in January 2013. These releases provided additional enhance-
ments to I–539 functionality and technology that had been delayed in order to de-
ploy the initial release in May 2012. The next two agile releases are scheduled for 
May and July 2013. Each release will add a new benefit type to USCIS ELIS. 

In March 2013, USCIS completed successful development and modifications to the 
technology architecture that should better support agile delivery. In addition to 
modifying the architecture, USCIS is also transitioning away from a single large 
contract to a series of smaller contracts that will better support agile development 
and delivery. In May 2013, USCIS intends to begin agile development of the first 
production release under the modified architecture. After the modified architecture 
is completed, new capabilities will be released into USCIS ELIS approximately 
every 4 months. The modifications to the architecture and the new contracting ap-
proach should enable USCIS to stay within estimated costs and schedule. 
ICE—Detention and Removal Operations Modernization (DROM) 

The DROM Program was initiated in late 2006 to improve the operational effec-
tiveness of Enforcement and Removal Operations (ERO), formerly Detention and 
Removal Operations (DRO), and to strengthen the alignment of the ERO mission 
with the Secure Border Initiative (SBI). 
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Through improved interoperability, enhanced and new capabilities, and an expan-
sion of data exchange and sharing with its enforcement partners, DROM empowers 
ERO operations and field agents/officers by providing the technical tools necessary 
to execute ERO’s primary mission of upholding U.S. immigration laws through ade-
quate and appropriate custody management of detainees in a cost-effective manner. 
DROM applications produce expected business outcomes to monitor and support im-
provements such as: 

• Reduction in the length of stay for detainees. 
• Increased bed-space availability. 
• Faster document processing and transmission. 
• More accurate, complete, and flexible data reporting. 
• Elimination of data redundancy. 
With its overall primary goal of increasing the throughput of detainees from ap-

prehension to case adjudication and removal, the DROM Program and its applica-
tions have streamlined ERO operations, resulting in significant cost and time sav-
ings. For example, the electronic Travel Documents (eTD) project has reduced the 
time to issue documents identifying a detainee’s country of origin and authorizing 
his or her repatriation, from over 14 days to 8 days on average for participating 
countries (i.e., Dominican Republic, El Salvador, Guatemala, and Honduras). Includ-
ing Mexico, participating countries account for approximately 90 percent of aliens 
repatriated. 

The electronic Online Bonds System (eBonds), which automates the posting of 
surety bonds, allows ERO field personnel to process those bonds within hours in-
stead of days. The Online Detainee Locator System (ODLS), an application high-
lighted in the White House’s 2011 Blueprint to Immigration Reform for its ingenuity 
in facilitating the proposed reforms, has significantly reduced phone inquiries to 
field offices from family members, attorneys, and other interest parties. Finally, Op-
erations Management Module 2 (OM2), formerly the Fugitive Case Management 
System (FCMS), will be integrated into the ENFORCE Alien Removal Module 
(EARM) before the end of fiscal year 2013. This integration will improve architec-
ture and security compliance and provide a robust application with a more scalable 
and flexible design and greater operational efficiencies. 

Cost and Schedule Performance 
The DROM Program and its applications are expected to reach its full 

sustainment phase by fiscal year 2014. With an adjusted life-cycle cost estimate of 
roughly $320 million DROM has achieved most of its major goals, moving to full 
sustainment ahead of schedule, and has produced new and enhanced capabilities 
that improved the operational effectiveness of ERO. Additionally, DROM has sup-
ported, through data sharing, the high-priority effort to detain and remove criminal 
aliens. 

Challenges 
ERO’s implementation of a new series of detention reform initiatives in 2009 re-

quired the program to restructure its schedule and re-define deliverables. The over-
arching key objectives remain intact; however, the reform initiatives changed the 
program direction, producing new capabilities and terminating specific projects. 

In addition, EARM, the core module of the suite of ERO applications, has grown 
exponentially within a short period of time. The decision was made to use EARM 
as the framework and portal for all DROM applications with over 12 interfaces to 
internal and external Government entities. As a result of the rapid growth and re- 
definition, the build environment of EARM has become very large, making it harder 
to manage. Coding, debugging, and testing have become more complex as developers 
are required to understand the logic of the entire code base and the intrinsic de-
pendencies within that logic. These challenges became more apparent during the 
test phase of releases, causing minor schedule shortfalls. ICE OCIO has taken the 
following steps to mitigate future potential schedule slippages related to these 
issues: 

• Condense schedule to allow testing to occur in parallel with other activities. 
• Early involvement of ERO users to ensure that capabilities meet their business 

needs. 
• Daily collaboration with internal stakeholders to ensure faster resolution to un-

expected technical issues. 
• Prioritization of capabilities for potential de-scoping effort to meet schedule con-

straints. 
Finally, delays of EARM 3.0 release 2 and EARM 4.0 releases for higher-priority 

initiatives as the data center migration consolidation and the Risk Classification As-
sessment (RCA) module resulted in ERO delaying deployment of existing require-
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ments within those packaged releases. In honoring those requests, some re-work 
and schedule slippage were necessary. 

Program Outlook 
Despite the technical and operational challenges, DROM is targeted to move into 

full sustainment by fiscal year 2014, providing full operating capabilities of the 
DROM applications while coming in under budget based on the prior year cost esti-
mate. In addition, the final software release is estimated to bring down the Oper-
ations and Maintenance cost by integrating most functionality into the core module, 
EARM, thus reducing the need to have separate operating support costs for indi-
vidual applications. In summary, DROM has accomplished its mission by stream-
lining and executing more cost-efficient operations within ERO. 

CONCLUSION 

The ability for an IT organization to support its mission and business customers 
is highly dependent on its ability to field new capabilities that are developed in 
partnership with those customers. At DHS, we are working hard to mature our abil-
ity to deliver such capabilities, through improving the skills of our staff to manage 
programs, through effective oversight of those programs, and through harnessing of 
best practices in how we run those programs. We continue to drive this maturation 
through harnessing good work and talent across DHS, and its components, increas-
ing our ability to support the Homeland Security Enterprise. 

Thank you and I am pleased to address your questions. 

Mr. DUNCAN. Thank you so much. 
I apologize to the witnesses, but it is my understanding that we 

have been interrupted by votes. So without objection, the sub-
committee is in recess as subject to the call. The Chairman of the 
committee will reconvene approximately 10 minutes after the con-
clusion of the last vote. So with that we will just adjourn subject 
to the call of the Chairman. 

[Recess.] 
Mr. DUNCAN. Committee on Oversight and Management Effi-

ciency will come back to order. I want to thank the panelists for 
their patience during the votes, and the subcommittee will recon-
vene now. I must inform you that they are talking about another 
round of votes maybe 3:45-ish. So we are going to get through as 
much as we can. 

So the Chairman will now recognize Mr. Powner to testify. 

STATEMENT OF DAVID A. POWNER, DIRECTOR, INFORMATION 
TECHNOLOGY MANAGEMENT ISSUES, GOVERNMENT AC-
COUNTABILITY OFFICE 

Mr. POWNER. Chairman Duncan, Ranking Member Barber, and 
Members of the subcommittee, we appreciate the opportunity to 
testify on the status of DHS’s major IT investments that among 
other things are to better secure our borders and enforce immigra-
tion laws. 

Late last year we issued two key reports for the subcommittee 
that highlighted DHS improvements to its IT governance and the 
status of nearly 70 IT acquisitions. This afternoon I will provide an 
overview of DHS’s IT spending and the importance of these invest-
ments to improve mission performance, the cost and schedule sta-
tus of these investments, steps underway to improve outcomes, and 
recommendations moving forward. 

DHS spends over $5.5 billion annually on over 350 investments. 
Of these, 68 are major IT acquisitions that comprise about $4 bil-
lion of the total spend. These 68 systems are essential to improving 
DHS missionaries like screening travelers and cargo entering the 
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country, monitoring our borders, and sharing information to com-
bat terrorism. 

A specific example of how these systems improve mission per-
formance can be seen with the US–VISIT application. The portion 
deployed to date that includes matching fingerprints against an 
FBI database has resulted in thousands of individuals being denied 
entry and hundreds of arrests. Therefore, delivering on-time and 
within budget on these IT acquisitions is vitally important to secur-
ing our homeland. 

Last year we reported that 47 of the 68 acquisitions were meet-
ing cost and schedule goals; 21, or 30 percent were not. These 21 
include important acquisitions that are to improve cargo screening, 
the detention of terrorists, and the screening of travelers. 

The four acquisitions highlighted by Ms. Graves are included in 
our list of 21 not meeting cost and schedule goals. My written testi-
mony highlights the specific reasons why each of these acquisitions 
are off-course, and these reasons include poor cost and schedule es-
timates, undisciplined requirements, processes, and various tech-
nical issues. 

To DHS’s credit, they have several important improvement ini-
tiatives that I would like to highlight. But I would like to start by 
acknowledging their IT leadership, both Mr. Spires and Ms. 
Graves. Although not here today, I would like to take the oppor-
tunity to mention that Mr. Spires, that DHS, CIO, we have worked 
with him both while he was at IRS and now DHS. Our Government 
is fortunate to have his service. 

Turning to improved initiatives, DHS has corrective action plans 
to address their performance shortfalls, have created Centers of 
Excellence where program offices can seek assistance. Their new 
tiered governance structure follows best practices. These initial 
steps have resulted in a better IT acquisition performance. 

For example, OMB’s IT dashboard, which provides transparency 
on the performance of about 800 major IT investments across the 
Government, shows that DHS is trending in the right direction. 
Meaning that recently they have less projects at risk than they 
have had in the past. 

However, despite this progress, DHS still has too many critical 
IT acquisitions where cost and schedule performance is not cutting 
it. Our report last year highlighted about a billion dollars associ-
ated with these 20 investments that are at risk. Therefore, several 
IT management practices still need significant improvements. 

Specifically, DHS needs to have corrective action plans for all 
projects whose cost and schedule variances are unacceptable. DHS 
needs to have IT and business executives partner in aggressively 
overseeing their IT acquisitions by implementing more completely 
their new governance process. 

DHS also needs to tackle the core root cause areas associated 
why programs are not meeting their cost and schedule commit-
ments by utilizing and expanding on their Centers of Excellence. 
Also DHS needs to mature its program management disciplines, in-
cluding areas like requirements management and risk manage-
ment. Finally, DHS needs to approach more of these investments 
on a smaller, more manageable increment to deploy key 
functionality more quickly. 
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In summary, Mr. Chairman, DHS technology acquisitions play a 
vital role in improving the security of our homeland. Although 
DHS’ ability to deliver on these systems is improving, there are 
still ways to go to ensure that this annual investment of $4 billion 
is yielding the near-term return our country needs. 

This concludes my statement, and I would be pleased to respond 
to questions. 

[The prepared statement of Mr. Powner follows:] 

PREPARED STATEMENT OF DAVID A. POWNER 

MARCH 19, 2013 

GAO HIGHLIGHTS 

Highlights of GAO–13–478T, a testimony before the Subcommittee on Oversight 
and Management Efficiency, Committee on Homeland Security, House of Represent-
atives. 
Why GAO Did This Study 

DHS has responsibility for the development and operation of the IT systems for 
the agencies and offices under its jurisdiction that are key to, among other things, 
securing the Nation’s borders and enforcing immigration laws. DHS reported having 
363 such IT investments. Of these investments, 68—with budgeted annual costs of 
about $4 billion—were under development and classified by DHS as a ‘‘major’’ in-
vestment requiring special management attention because of its mission importance. 

GAO was asked to testify on the progress DHS has made and challenges it faces 
in meeting cost and schedule commitments for its major IT investments, including 
those for Customs and Border Protection, Immigration and Customs Enforcement, 
and U.S. Citizenship and Immigration Services. Specifically, GAO was asked to 
focus on its September 2012 report that determined: (1) The extent to which DHS 
investments are meeting their cost and schedule commitments, (2) the primary 
causes of any commitment shortfalls, and (3) the adequacy of DHS’s efforts to ad-
dress these shortfalls and their associated causes. 
What GAO Recommended 

In its report, GAO recommended that the Secretary of Homeland Security direct 
the appropriate officials to address guidance shortcomings and develop corrective ac-
tions for all major IT investment projects having cost and schedule shortfalls. In 
commenting on a draft of the report, DHS concurred with GAO’s recommendations. 

INFORMATION TECHNOLOGY.—DHS NEEDS TO ENHANCE MANAGEMENT OF MAJOR 
INVESTMENTS 

What GAO Found 
Approximately two-thirds of the Department of Homeland Security’s (DHS) major 

IT investments were meeting their cost and schedule commitments. Specifically, out 
of 68 major IT investments in development, 47 were meeting cost and schedule com-
mitments. The remaining 21—which DHS had estimated to cost about $1 billion— 
had one or more subsidiary projects that were not meeting cost and/or schedule com-
mitments (i.e., they exceeded their goals by at least 10 percent, which is the level 
at which the Office of Management and Budget (OMB) considers projects to be at 
increased risk of not being able to deliver planned capabilities on time and within 
budget.) 

The primary causes for the cost and schedule shortfalls were (in descending order 
of frequency): 

• inaccurate preliminary cost and schedule estimates, 
• technical issues in the development phase, 
• changes in agency priorities, 
• lack of understanding of user requirements, and 
• dependencies on other investments that had schedule shortfalls. 
Eight of the investments had inaccurate cost and schedule estimates. For exam-

ple, DHS’s Critical Infrastructure Technology investment had a project where actual 
costs were about 16 percent over the estimated cost, due in part to project staff not 
fully validating cost estimates before proceeding with the project. In addition, six 
investments had technical issues in the development phase that caused cost or 
schedule slippages. For example, DHS’s Land Border Integration investment had 
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1 GAO, Information Technology: DHS Needs to Enhance Management of Cost and Schedule for 
Major Investments, GAO–12–904 (Washington, DC: Sept. 2012). 

2 DHS defines a major IT investment as one with a cost of $50 million or more and is complex 
and/or mission-critical. 

problems with wireless interference at certain sites during deployment of hand-held 
devices used for scanning license plates, which caused a project to be more than 2 
months’ late. 

DHS often did not adequately address cost and schedule shortfalls and their 
causes. GAO’s investment management framework calls for agencies to develop and 
document corrective efforts to address underperforming investments and DHS policy 
requires documented corrective efforts when investments experience cost or schedule 
variances. Although 12 of the 21 investments with shortfalls had defined and docu-
mented corrective efforts, the remaining 9 had not. Officials responsible for 3 of the 
9 investments said they took corrective efforts but were unable to provide plans or 
any other related documentation showing such action had been taken. Officials for 
the other 6 investments cited criteria in DHS’s policy that excluded their invest-
ments from the requirement to document corrective efforts. This practice is incon-
sistent with the direction of OMB guidance and related best practices that stress 
developing and documenting corrective efforts to address problems in such cir-
cumstances. Until DHS addresses its guidance shortcomings and ensures each of 
these underperforming investments has defined and documented corrective efforts, 
these investments are at risk of continued cost and schedule shortfalls. 

Chairman Duncan, Ranking Member Barber, and Members of the subcommittee, 
I am pleased to be here today to discuss our past work examining the Department 
of Homeland Security’s (DHS) progress and challenges in acquiring, developing, and 
managing the information technology investments and systems used by its agencies 
and offices, including those used by U.S. Customs and Border Protection (CBP), Im-
migration and Customs Enforcement (ICE), and U.S. Citizenship and Immigration 
Services (USCIS). Since its creation in 2002, DHS has spent billions of dollars on 
IT infrastructure used to fulfill its mission to ensure a homeland that is safe, se-
cure, and resilient against terrorism and other hazards. We recently reported 1 that, 
during fiscal year 2012, DHS planned to spend about $5.6 billion on approximately 
363 on-going IT investments. Of these 363 investments, 68 were under development 
and were classified by DHS as a ‘‘major’’ investment 2 that required special manage-
ment attention because of its importance to the Department’s mission. My testimony 
today focuses on the key findings of that work, including: (1) The extent to which 
DHS investments are meeting their cost and schedule commitments, (2) the primary 
causes of any commitment shortfalls, and (3) the adequacy of DHS’s efforts to ad-
dress these shortfalls and their associated causes. 

This statement is based on our report of September 2012. In that report, we dis-
cussed how each of the 68 major investments was performing against its cost and 
schedule commitments as reported by the Department to the Office of Management 
and Budget (OMB). We also reviewed project plans and related documentation and 
interviewed responsible DHS officials to identify the primary causes for the short-
falls and whether any corrective efforts had been developed and documented to ad-
dress the shortfalls. We conducted the performance audit from October 2011 to Sep-
tember 2012 in accordance with generally accepted Government auditing standards. 
Those standards require that we plan and perform the audit to obtain sufficient, ap-
propriate evidence to provide a reasonable basis for our findings and conclusions 
based on our audit objectives. 

BACKGROUND 

DHS spends billions of dollars each year on IT investments to perform both mis-
sion-critical and support functions that frequently must be coordinated among com-
ponents and external entities. Of the $5.6 billion that DHS planned to spend on 363 
IT-related investments in fiscal year 2012, $4.4 billion was planned for the 83 the 
agency considers to be a major investment; namely, costly, complex, and/or mission- 
critical. 

Of these 83 major IT investments, 68 are under development and were estimated 
to cost approximately $4 billion for fiscal year 2012. Examples of major investments 
under development that are being undertaken by DHS and its components include: 

• CBP.—The Automated Commercial Environment/International Trade Data Sys-
tem is to incrementally replace existing cargo processing technology systems 
with a single system for land, air, rail, and sea cargo and serve as the central 
data collection system for Federal agencies needing access to international trade 
data in a secure, paper-free, web-enabled environment. 
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• ICE and CBP.—TECS Modernization is to replace the legacy mainframe system 
developed by the U.S. Customs Service in the 1980s to support its inspections 
and investigations. Following the creation of DHS, those activities were as-
signed to CBP and ICE, respectively. CBP and ICE are now working to mod-
ernize their respective portions of the system in a coordinated effort with sepa-
rate funding and schedules. For example, ICE’s portion of the investment will 
include modernizing the investigative case management and related support 
modules of the legacy system. 

We have previously reported on the cost and schedule challenges associated with 
major DHS IT investments, such as those with CBP’s Secure Border Network 
(SBInet) and NPPD’s United States Visitor and Immigrant Status Indicator Tech-
nology (US–VISIT).3 In these reports, we made recommendations to address these 
challenges and keep these investments on schedule and within cost. 

DHS MET COST AND SCHEDULE COMMITMENTS FOR MOST MAJOR IT INVESTMENTS 

The success of major IT investments are judged by, among other things, the ex-
tent to which they deliver promised system capabilities and mission benefits on time 
and within cost. Our research in best practices and extensive experience working 
with Federal agencies and Office of Management and Budget (OMB) guidance stress 
the importance of Federal IT investments meeting cost and schedule milestones. 

Approximately two-thirds of DHS’s IT investments met their cost and schedule 
commitments; the remaining one-third had at least one subsidiary project that was 
not meeting its commitments. Specifically, out of the 68 major investments under 
development, 47 were meeting their cost and schedule commitments. 

The remaining 21 investments—which totaled about $1 billion as of March 2012— 
had one or more subsidiary projects that were not meeting cost and/or schedule com-
mitments (i.e., they had exceeded their goals by at least 10 percent, which is the 
level at which OMB considers projects to be at an increased risk of not being able 
to deliver planned capabilities on time and within budget.) Table 1 lists the major 
investments with a cost and/or schedule shortfall. 

Specifically, of the 21 investments with a shortfall, 5 had one or more subsidiary 
project with a cost shortfall, 18 had one or more project with a schedule shortfall, 
and 2 had a project with both a cost and schedule shortfall. These shortfalls place 
these investments at increased risk of not delivering promised capabilities on time 
and within budget, which, in turn, pose a risk to DHS’s ability to fully meet its mis-
sion of securing the homeland. 
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CAUSES OF INVESTMENT COST AND SCHEDULE SHORTFALLS VARIED 

The primary causes of the shortfalls in cost and schedule associated with DHS’s 
21 major IT investments were (in descending order of frequency): Inaccurate pre-
liminary cost and schedule estimates, technical issues in the development phase, 
changes in agency priorities, lack of understanding of user requirements, and de-
pendencies on other investments that had schedule shortfalls. A summary of these 
causes by investment and component are shown in table 2. 
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In our past work on DHS’s investments and related IT management processes, 
we have identified some of these same causes and made recommendations to 
strengthen management in these areas. For example, with regard to cost estimating, 
we reported that forming a reliable estimate of costs provides a sound basis for 
measuring against actual cost performance and that the lack of such a basis contrib-
utes to variances.4 To help agencies establish such a capability, we issued a guide 
in March 2009 5 that was based on the practices of leading organizations. In a July 
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2012 report 6 examining how well DHS is implementing these practices, we reported 
that the Department had weaknesses in cost estimating. Accordingly, we made rec-
ommendations to DHS to strengthen its cost estimating capabilities, and the De-
partment has plans and efforts under way to implement our recommendations. 

We have also reported 7 that developing sufficient requirements is key to effec-
tively delivering systems on time and within budget and that DHS has experienced 
project delays and cost overruns resulting from initial requirements not being de-
fined properly. To address this challenge, DHS had begun, as part of defining and 
implementing a new IT governance process, to establish Centers of Excellence to 
provide investment officials with expert assistance in requirements development 
and other essential IT management disciplines.8 

ABOUT HALF OF DHS’S PROJECTS WITH SHORTFALLS DID NOT HAVE WELL-DEVELOPED 
CORRECTIVE EFFORTS 

A variety of best practices exist to guide the successful acquisition of IT invest-
ments, including how to develop and document corrective actions for projects experi-
encing cost and schedule shortfalls. In particular, GAO’s Information Technology In-
vestment Management framework 9 calls for agencies to develop and document cor-
rective efforts for underperforming projects. It also states that agencies are to en-
sure that, as projects develop and costs rise, the project continues to meet mission 
needs at the expected levels of cost and risk; if projects are not meeting expectations 
or if problems have arisen, agencies are to quickly take steps to address the defi-
ciencies. 

DHS developed and documented corrective efforts for 12 of the 21 major invest-
ments with a shortfall, but the remaining 9 did not have corrective efforts docu-
mented. Table 3 depicts the investments with shortfalls and whether corrective ef-
forts had been developed and documented. 

With regard to the investments with shortfalls, three were unable to provide us 
with documentation, even though project officials stated that they had developed 
some corrective efforts, and six did not engage in corrective efforts to address short-
falls. Of the three investments, officials from TSA’s Federal Air Marshal Service 
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Mission Scheduling and Notification System investment, for example, reported that 
they had addressed the project’s schedule shortfall—which was due, in part, to a 
support contractor not having adequate staffing—by performing the work within the 
agency instead of relying on the contractor. Further, according to TSA officials, the 
cost and schedule shortfalls on the Air Cargo Security investment, which were due 
to technical complications and dependencies on other investments, were addressed 
by establishing a new cost and schedule baseline. Nonetheless, this lack of docu-
mentation is inconsistent with the direction of DHS’s guidance and related best 
practices, and it shows a lack of process discipline and attention to key details, 
which raises concerns about the thoroughness of corrective efforts. 

Of the six investments without any corrective efforts, officials from these invest-
ments (namely, the Office of the Chief Information Officer’s Human Resources IT 
investment, NPPD’s US–VISIT Automated Biometric Identification System and Ar-
rival and Departure Information System investments, USCG’s Business Intelligence 
investment, NPPD’s National Cybersecurity Protection System, and USCIS’s Claims 
4 investment), stated that they did not develop and document corrective efforts be-
cause they believed DHS’s guidance does not call for it in their circumstances. Spe-
cifically, the officials said that although DHS’s guidance 10 calls for corrective ac-
tions to be developed and documented when an investment experiences a life-cycle 
cost or schedule variance, the variances on their project activities thus far were not 
large enough to constitute such a variance. 

The impact of this approach is that multiple projects can continue to experience 
shortfalls—which increases the risk that investments will experience serious life- 
cycle cost and schedule variances—without having to develop and document correc-
tive actions to alert top management about potential problems and associated risks. 
This is inconsistent with the direction of OMB, which requires agencies to report 
(via the IT Dashboard) on the cost and schedule performance of their projects and 
considers those projects with a 10 percent or greater variance to be at an increased 
level of risk of not being able to deliver promised capabilities on time and within 
budget, and thus they require special attention from management. It is also incon-
sistent with our best practices research and experience at Federal agencies, which 
stresses that agencies report to management when projects are not meeting expecta-
tions or when problems arise and quickly develop and document corrective efforts 
to address the problems. Further, our research and work at agencies has shown that 
waiting to act until significant life-cycle variances occur can sometimes be risky and 
costly, as life-cycle schedules are typically for multi-year periods, allowing the poten-
tial for underperforming projects to continue to vary from their cost and schedule 
goals for an extended amount of time without any requirement for corrective efforts. 
Consequently, until these guidance shortcomings have been addressed and each 
underperforming project has defined and documented corrective actions, the Depart-
ment’s major investments these projects support will be at an increased risk of cost 
and schedule shortfalls. 

DHS NEEDS TO ADDRESS GUIDANCE AND COST AND SCHEDULE SHORTFALLS 

To help ensure that DHS investments meet their cost and schedule commitments, 
we recommended that the Secretary of Homeland Security direct the appropriate of-
ficials to: (1) Establish guidance that provides for developing corrective efforts for 
major IT investment projects that are experiencing cost and schedule shortfalls of 
10 percent or greater, similar to those identified in our report, and (2) ensure that 
such major projects have defined and documented corrective efforts. 

DHS concurred with our recommendations and estimated that they would imple-
ment the first recommendation by September 30, 2013, and the second one imme-
diately. We are currently in the process of following up with DHS to assess the ex-
tent to which these recommendations have been implemented. 

In summary, most of the projects comprising DHS’s 68 major IT investments were 
meeting their cost and schedule commitments, but 21 major investments—integral 
to DHS’s mission and costing approximately $1 billion—had projects experiencing 
significant cost and schedule shortfalls. These shortfalls place these investments at 
increased risk of not delivering promised capabilities on time and within budget, 
which, in turn, pose a risk to DHS’s ability to fully meet its mission of securing the 
homeland. DHS guidance does not require projects experiencing significant cost and 
schedule shortfalls to develop and document corrective efforts until they cause a life- 
cycle cost and schedule variance. This increases risk and is contrary to effective IT 
investment practices. Given that DHS is currently establishing and implementing 
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new IT governance processes, the Department is positioned to address the guidance 
shortfalls. 

Chairman Duncan and Ranking Member Barber and Members of the sub-
committee, this completes my prepared statement. I would be pleased to respond to 
any questions that you may have at this time. 

Mr. DUNCAN. Thank you, Mr. Powner. 
The Chairman will now recognize Inspector General Edwards for 

5 minutes. 

STATEMENT OF CHARLES K. EDWARDS, DEPUTY INSPECTOR 
GENERAL, U.S. DEPARTMENT OF HOMELAND SECURITY 

Mr. EDWARDS. Chairman Duncan, Ranking Member Barber, and 
Members of the subcommittee, thank you for the opportunity to 
discuss the Office of Inspector General’s work to address the De-
partment’s IT management challenges. Today I will discuss our 
work to improve management, oversight, and efficiencies at the De-
partment level, and to ensure that CBP and USCIS have adequate 
management practices and technology to effectively support mis-
sion needs. 

The Department relies heavily on IT, spending about $6 billion 
a year for IT systems on infrastructure. Effective oversight and 
management of IT expenditures is critical. In the past we identified 
the need for the Department’s chief information officer to have 
greater authority, to become a more effective steward of IT funds. 
The Department has responded by strengthening the CIO’s role of 
a centralized management of IT and providing the CIO with au-
thority and oversight of components IT investments. 

With regard to IT systems and operational efficiencies, compo-
nent CIOs face challenges to ensure that IT environment fully 
meets mission needs. Often we find that limited interoperability 
and functionality of components, aging technology infrastructures 
hinder personnel from conducting activities. 

For example, in June 2012 we reported that CBP faced chal-
lenges with systems’ availability, including periodic outages of crit-
ical security systems. This was due in part to its aging infrastruc-
ture. Furthermore, the interoperability of the IT infrastructure was 
not sufficient to support CBP mission activities. 

As a result, staff created workarounds or employed alternate so-
lutions. In some cases CBP assigned agents to perform duplicative 
data entry instead of enforcement duties in the field. In other in-
stances CBP staff operated stand-alone, non-approved IT. Such ac-
tivities may hinder CBP’s ability to safeguard borders and ensure 
officer safety. We recommended that CBP CIO develop a funding 
strategy for the replacement efforts of outdated IT infrastructure. 

USCIS faces similar challenges with an IT environment that 
does not effectively support its mission’s operations. We reported in 
July 2009 and again in November 2011 that USCIS continues to 
rely on paper-based processes to support its mission. 

On any given day, USCIS processes about 30,000 applications for 
immigration benefits. Yet, USCIS provides nearly all of its services 
using paper forms. This hinders USCIS personnel from processing 
immigration benefits efficiently, combating identity fraud and pro-
viding partner agencies the information needed to identify crimi-
nals and possible terrorists. 
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Although the current transformation program is meant to transi-
tion the agency from a paper-based system to an account-based en-
vironment, implementation has been delayed repeatedly over the 
past 8 years. We recommended that USCIS complete business and 
technology process documentation to provide the detail necessary to 
implement the transformation program effectively. 

We also recommended that USCIS revise its governance struc-
ture to enable more streamlined decision making for its agency- 
wide IT modernization effort. In November 2011 we reported that 
although USCIS establish a transformation governance structure, 
this structure has weaknesses that have contributed to trans-
formation delays. 

Transformation leadership told us the Government structure was 
too complex, that too many stakeholders and boards involved in 
making decisions. USCIS did not have the sufficient governance 
mechanism in place to ensure effective acquisition of IT resources. 
We are encouraged by the steps taken by USCIS to address our 
recommendation. 

In conclusion, our audits have identified weaknesses in IT man-
agement functions and widespread IT function limitation across the 
Department. Although there remain resource constraints that limit 
the Department, progress has been made in addressing these areas 
over the past few years. 

Mr. Chairman, this concludes my prepared remarks, and I would 
be happy to answer any questions that you or the Members may 
have. Thank you. 

[The prepared statement of Mr. Edwards follows:] 

PREPARED STATEMENT OF CHARLES K. EDWARDS 

MARCH 19, 2013 

Mr. Chairman and Members of the subcommittee: Thank you for the opportunity 
to discuss DHS’ information technology (IT) issues. My testimony today will address 
the predominant IT management issues we have reported on over the past 2 years. 

The majority of information that I will provide is contained in our reports, Cus-
toms and Border Protection Information Technology Management: Strengths and 
Challenges (OIG–12–95), DHS Information Technology Management Has Improved, 
But Challenges Remain (OIG–12–82), U.S. Citizenship and Immigration Services’ 
Progress in Transformation (OIG–12–12), Coast Guard Has Taken Steps To 
Strengthen Information Technology Management, but Challenges Remain (OIG–11– 
108), Federal Emergency Management Agency Faces Challenges in Modernizing In-
formation Technology (OIG–11–69), and U.S. Secret Service’s Information Tech-
nology Modernization Effort (OIG–11–56). I will also provide an update on the 
progress made by DHS on implementing some of the report recommendations. 

DHS budgets over $6 billion a year for its IT. This represents nearly 15 percent 
of the DHS overall budget. The 22 component agencies that currently make up DHS 
rely extensively on IT to perform a wide range of mission operations, including 
counterterrorism, border security, and immigration benefits processing, among oth-
ers. Given the size and significance of DHS’ IT investments, effective management 
of Department-wide IT expenditures is critical. 

DHS’ IT MANAGEMENT OVERSIGHT 

In the past, we identified the need for the Department’s Chief Information Officer 
(CIO) to have greater authority to become a more effective steward of IT funds.1 The 
Department has since strengthened the CIO’s responsibilities for oversight and cen-
tralized management of IT, which has helped provide the authority for leading com-
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ponent CIOs toward a more unified IT direction. Specifically, we reported in May 
2012 that the DHS Office of the CIO has improved oversight of IT programs and 
key IT management functions, such as acquisition and portfolio reviews, to improve 
CIO decision making.2 As a result, the DHS CIO has better visibility of Depart-
ment-wide IT programs and assets thus enabling the CIO to identify opportunities 
for reducing costs and duplication across the Department’s IT environment. 

In the same report, we concluded that DHS had further defined the CIO’s author-
ity and responsibility. For example, the DHS deputy secretary issued a memo-
randum in May 2011, which directed the CIO to take a greater role in the review 
and execution of all IT infrastructure investments.3 The expansion of DHS CIO au-
thority was due in part to the Federal CIO’s IT reform plan, which requires agency 
CIOs to implement initiatives to improve management of large-scale IT programs.4 
Additionally, Office of Management and Budget Memorandum M–11–29, Chief In-
formation Officer Authorities, states that agency CIOs must drive the investment re-
view process for IT investments. To formalize this guidance, the DHS under sec-
retary for management began an effort to update the Delegation of Authority for 
the DHS CIO, which included oversight of the Department’s IT programs. 

The CIO has increased oversight of Department-wide IT programs and invest-
ments by conducting annual IT program reviews and in-depth reviews of selected 
IT programs. These reviews enable the CIO to make strategic recommendations for 
reducing costs and duplication across the Department’s IT environment. For exam-
ple, the DHS CIO issued 90 recommendations to the deputy secretary for the 2013 
budget year for 81 IT investments continue as planned, eight investments be contin-
ued but modified, and one be suspended. The CIO also made program-specific rec-
ommendations, such as to reinstate $10 million in funding per year for the Customs 
and Border Protection (CBP) Traveler Enforcement Compliance System Moderniza-
tion in order to prevent further schedule delays, as well as a recommendation that 
the Federal Emergency Management Agency (FEMA) suspend work on its National 
Flood Insurance Program Information Technology Systems and Services until busi-
ness requirements were better defined. 

In addition, the DHS CIO has increased oversight of IT software, hardware, and 
infrastructure purchases through the IT acquisitions review process. The volume of 
IT acquisition reviews has increased from 243 in fiscal year 2007 to 387 in fiscal 
year 2011. The number of approvals for IT acquisition requests has increased from 
129 in fiscal year 2007 to 311 in fiscal year 2011. These reviews have increased the 
DHS CIO’s ability to verify compliance with technical standards and to ensure pro-
gram and project alignment with Department-wide IT policy, standards, objectives, 
and goals. 

The Department has also achieved infrastructure integration milestones through 
data center and network consolidation. Specifically, the Office of the CIO (OCIO) 
continues its efforts to consolidate data centers across the Department, integrate 
disparate component networks into a single DHS network, and create centralized 
email and collaboration services to improve information sharing. As of November 
2011, DHS headquarters, FEMA, the Transportation Security Administration (TSA), 
and CBP had migrated applications from eight sites to one DHS enterprise data 
center. Additionally, DHS has established an enterprise network, OneNet, as well 
as a primary and secondary network operations center and security operations cen-
ter. The OCIO has also begun offering centralized IT services housed at the two en-
terprise data centers, such as email and Microsoft SharePoint, to achieve economic 
savings through consolidation. Some components are already realizing cost savings 
from the data center consolidation and DHS enterprise service offerings. 

Finally, the Department matured key IT management functions, such as strategic 
planning, Capital Planning and Investment Control (CPIC), enterprise architecture, 
and portfolio management. For example, the OCIO developed an IT strategic plan 
for fiscal year 2011–2015. In addition, the DHS OCIO has continued to execute its 
CPIC process effectively, which is DHS’ primary process for making decisions about 
the systems in which the Department should invest. The OCIO has also continued 
to execute Department-wide enterprise architecture efforts, such as the development 
of a Homeland Security Enterprise Architecture and specific segment architectures, 
which provide the CIO with a foundation for making better-informed decisions. Fi-
nally, the DHS Portfolio Management process, which establishes portfolios based on 
DHS’ mission areas and business functions, helps the OCIO to align IT investments 
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with portfolios and identify redundancies or gaps. Over the past 2 years the DHS 
OCIO has begun conducting an annual portfolio analysis to align IT investments to 
its 13 existing portfolios and identify redundancies or gaps. At the time of our audit, 
the OCIO had aligned more than 650 IT investments with the 13 portfolios. 

MAJOR CHALLENGES 

Although DHS has made significant progress in improving IT management func-
tions, challenges remain for CIO involvement in component IT budget planning. For 
example, the DHS CIO conducts a review of all components’ IT budgets as part of 
the DHS IT budget formulation process, which provides opportunity to confirm that 
component plans are in line with Departmental priorities. However, the CIO is not 
involved during the component IT budget planning process when initial planning ac-
tivities are taking place. As such, the CIO IT budget reviews do not directly affect 
the amount of funding components receive, meaning components can obtain funding 
for IT investments regardless of the decisions made during the budget review proc-
ess. For example, a review of one component’s IT budget revealed a funding request 
for approximately $6 million to improve IT infrastructure. Yet, the OCIO had re-
quested $91 million from the component for data center migration costs for the same 
budget year, highlighting a discrepancy in funding plans. 

To address this issue we recommended that the deputy under secretary for man-
agement assign the DHS CIO centralized control over the Department’s IT budget 
planning process to review, guide, and approve IT investments. Since this rec-
ommendation was made, the DHS CIO has been delegated the authority to review 
and approve IT budgets for delivering and maintaining enterprise IT solutions and 
mission IT systems and services throughout the Department in coordination with 
the DHS CFO. The recommendation was closed in September 2012. 

COMPONENT-SPECIFIC CHALLENGES 

Insufficient IT management practices, need for CIO IT budget authority, frag-
mented and aging IT infrastructures, and inadequate governance mechanisms have 
been long-standing issues for several DHS components. 
Component IT Management Practices Need Improvement 

Although DHS and its components have made progress establishing effective IT 
management practices, several DHS components have not fully implemented key IT 
management functions needed to guide agency-wide IT programs. For example, in 
June 2012 we reported that CBP had developed an enterprise architecture to align 
with the Department’s architecture and guide CBP’s IT environment.5 However, the 
Office of IT had not yet developed a target ‘‘To-Be’’ business architecture to analyze 
business processes. Without a complete view of CBP’s target enterprise architecture, 
the CIO faces increased risks to efforts to modernize the way OIT provides support 
to CBP. We recommended the CBP OIT provide the necessary resources to complete 
required enterprise architecture activities. 

Similarly, we reported in April 2011 that FEMA had not yet completed its enter-
prise architecture. Specifically, the agency had not completed efforts to document its 
business functions, information resources, and IT systems as part of its baseline en-
terprise architecture.6 Also, the IT architecture remained undocumented for many 
program areas and the standards on the OCIOs website were at least 2 years out- 
of-date. We also determined that FEMA did not have a comprehensive IT strategic 
plan with clearly-defined goals and objectives or guidance for program office initia-
tives. Without these critical elements in place, FEMA is challenged to establish an 
effective approach to modernize its information technology infrastructure and sys-
tems. We recommended FEMA complete and implement an enterprise architecture 
and develop a comprehensive IT strategic plan. Each of these recommendations 
were closed in January 2013 when FEMA produced evidence of a completed baseline 
architecture and an updated IT Strategic Plan. 

Likewise, we reported in March 2011 that the United States Secret Service 
(USSS) had not updated its IT Strategic Plan since 2006.7 As a result, its plan was 
not sufficient to address its system weaknesses or integrate with DHS’ technology 
direction. For example, the plan did not describe how the USSS will leverage spe-
cific DHS enterprise-wide solutions such as DHS Consolidated Data Centers and 
OneNet. Additionally the IT Strategic Plan did not accurately reflect Information In-



27 

8 CBP Information Technology Management: Strengths and Challenges (OIG–12–95). 
9 Coast Guard Has Taken Steps To Strengthen Information Technology Management, but Chal-

lenges Remain (OIG–11–108). 
10 U.S. Secret Service’s Information Technology Modernization Effort (OIG–11–56). 
11 CBP Information Technology Management: Strengths and Challenges (OIG–12–95). 
12 Coast Guard Has Taken Steps To Strengthen Information Technology Management, but 

Challenges Remain (OIG–11–108). 

tegration and Transformation Program activities such as planned upgrades to tech-
nology platforms. We recommended that the deputy director, USSS create effective 
planning documentation. 
Component CIOs Need Additional Budget Authority and Oversight 

Most of the major component CIOs lack IT budget authority and oversight of tech-
nology spending across programs and activities within their agency. For example, 
in our June 2012 review of CBP we found that the CIO did not have full oversight 
of IT spending across all programs and activities within CBP.8 Specifically, CBP 
component offices submit IT spending requests that were processed by procurement 
without going through the CIO’s IT acquisition review process, thus increasing the 
risk of security issues or enterprise alignment challenges. Likewise, in April 2011 
we reported that FEMA’s program offices and regional offices continue to develop 
IT systems independent of the OCIO due in part to decentralized IT budget and ac-
quisition practices. Specifically, the manner in which IT programs are funded and 
developed within FEMA hindered the OCIO’s efforts to establish a complete inven-
tory and manage IT capital planning and investment. For example, during fiscal 
year 2010, FEMA spent $391 million for agency-wide IT needs, but the OCIO ac-
counted for only 29 percent of total spending. We recommended the FEMA CIO es-
tablish an agency-wide IT budget planning process to include all FEMA program 
technology initiatives and requirements. 

In September 2011, we reported that the United States Coast Guard (USCG) CIO 
had limited authority over IT assets and spending.9 Specifically, the CIO does not 
have sufficient oversight of IT spending by field units. Without this authority, the 
CIO cannot fully ensure that the Coast Guard IT environment is functioning effec-
tively and efficiently. We recommended that Coast Guard chief of staff transition 
IT personnel and oversight of field IT spending under the CIO. Likewise, in our 
March 2011 review of USSS 10 we determined that the USSS did not position its 
CIO with the necessary authority to review and approve IT investments. Specifi-
cally, the CIO was not a member of the director’s management team and therefore 
does not play a significant role in overseeing IT systems development and acquisi-
tion efforts. We recommended the deputy director, USSS provide the CIO with agen-
cy-wide IT budget and investment review authority to ensure that IT initiatives and 
decisions support accomplishment of the USSS and Department-wide mission objec-
tives. 
Outdated IT Does Not Effectively Support Component’s Missions 

Component CIOs are challenged to ensure that the IT environment fully supports 
its agencies mission needs. Commonly, interoperability and functionality of compo-
nent’s aging technology infrastructures have not been sufficient to support mission 
activities. For example, in June 2012 we reported that the CBP Office of IT (OIT) 
faced challenges with system availability, including periodic outages of critical secu-
rity systems.11 Systems outages have occurred in part because of aging infrastruc-
ture, which has not been updated as required because of funding reductions. In ad-
dition, the interoperability and integration of the IT infrastructure were not suffi-
cient to support CBP mission activities fully, due to lengthy requirements-gathering 
and technology insertion processes. As a result, staff created workarounds and em-
ployed alternative solutions, including assigning agents to perform duplicative data 
entry—instead of enforcement duties in the field—and operating stand-alone, non- 
approved IT. We recommended the CBP CIO develop a funding strategy for the re-
placement of outdated infrastructure. As of February 2013, the CBP OIT was con-
tinuing to assess the needs across CBP to present additional requirements for fund-
ing consideration and prioritization against all other CBP priorities. 

Also, we reported in September 2011 that Coast Guard systems and infrastruc-
ture did not fully meet mission needs due to aging infrastructure that is difficult 
to support, and stove-piped system development.12 Specifically, Coast Guard field 
personnel do not have sufficient network availability, the aging financial system is 
unreliable, and command center and partner agency systems are not sufficiently in-
tegrated. As a result, field personnel rely on inefficient work-arounds, such as hav-
ing to enter the same information twice, to accomplish their mission. We rec-
ommended the Coast Guard CIO address the IT systems and infrastructure needs 
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by implementing a plan to ensure system redundancy to meet availability require-
ments, implement a strategy to improve ease of use and availability of the financial 
systems, and ensure that new tools address requirements for improved integration. 
Since that time, the recommendation to ensure that new tools address requirements 
for improved integration was closed in April 2012. 

In April 2011, we reported that FEMA’s systems were not integrated, did not 
meet user requirements, and did not provide the information technology capabilities 
agency personnel and its external partners needed to carry out disaster response 
and recovery operations in a timely or effective manner.13 Specifically, limited 
progress had been made in modernizing the agency’s critical mission support sys-
tems due to uncertainty of Department-wide consolidation plans. As a result, 
FEMA’s legacy systems were not able to effectively support disaster response func-
tions in a timely and effective manner. As a result, FEMA personnel were using 
paper forms and relying on manual data entry to process grants. These manual 
work-arounds may suffice during minor events; however, they may not sustain the 
increased workload and level of information sharing required to support major dis-
asters. We recommended the FEMA CIO establish a consolidated modernization ap-
proach for FEMA’s mission-critical IT systems, to include DHS plans for integrated 
asset management, financial, and acquisition solutions. As of December 2012, 
FEMA had included modernization plans in its 2012 IT Strategic Operations Plan; 
however, the recommendation remains open until the OCIO develops a moderniza-
tion approach for FEMA’s mission-critical IT systems. 

The United States Citizenship and Immigration Services (USCIS) faces similar 
challenges to establish an IT environment that can effectively support its mission 
needs. We reported in November 2011 that USCIS continued to rely on paper-based 
processes to support its mission, which made it difficult for USCIS to process immi-
gration benefits efficiently, combat identity fraud, and provide other Government 
agencies with the information required to identify criminals and possible terrorists 
quickly.14 On any given day, USCIS processes 30,000 applications for immigration 
benefits. Yet, USCIS provides nearly all of its services using paper forms: Cus-
tomers submit paper application forms; USCIS adjudications officers determine 
whether an applicant is eligible for benefits by reviewing the paper documentation; 
and USCIS issues paper evidence of benefits. USCIS staff also must use automated 
and manual methods to conduct background checks on applicants. An enterprise- 
wide transformation program is under way to transition the agency from a paper- 
based operational environment to an account-based environment using electronic ad-
judication. However, implementation of the transformation has been delayed repeat-
edly over the past 8 years. We recommended that the Office of Transformation Co-
ordination complete business and technology process documentation to provide the 
detail necessary to implement the transformation program effectively. Since that 
time, USCIS provided process documentation in July 2012 and the recommendation 
was closed. 
Better IT Governance Needed for IT Modernization Efforts 

Components implementing transformation efforts are hindered by insufficient gov-
ernance and decision-making mechanisms to effectively direct agency-wide trans-
formation program activities. In our March 2011 report, we found that the USSS 
did not implement an effective IT governance approach for its Information Integra-
tion and Transformation Program, which had an estimated cost of $1.5 billion.15 
Specifically, the agency did not have a formal Department-level IT governance 
mechanism to provide integrated feedback and direction for the transformation pro-
gram effort. Without a formal mechanism for integrated governance, the USSS 
reached out individually to DHS offices and received conflicting advice and did not 
sufficiently consider DHS enterprise-wide solutions. We recommended that the dep-
uty director, USSS formalize an Executive Steering Committee and ensure that the 
Information Integration and Transformation Program is in alignment with the 
USSS and DHS strategic goals and objectives. Since that time, the USSS has pro-
vided updates on its ongoing efforts to implement an Executive Steering Committee 
which includes USSS Senior Management and DHS members from the offices of the 
CIO, the chief procurement officer, and the Acquisition, Planning, and Management 
Directorate. 

Likewise, our April 2011 review of USCIS Transformation concluded that USCIS’ 
transformation governance structure did not promote timely and effective decision 
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making.16 Specifically, the governance structure was overly complex and required 
too many formal meetings and checkpoints for review, hindering decision making. 
We recommended that the chief, Office of Transformation Coordination revise its 
current governance structure to enable more streamlined program decision making. 
Since that time, USCIS has continued to revise its governance structure to include 
a Transformation Executive Steering Committee and a Product Management Team. 

Mr. Chairman, this concludes my prepared statement. I appreciate your time and 
attention and welcome any questions from you or Members of the subcommittee. 

Mr. DUNCAN. Thank you, Mr. Edwards. 
Thanks to everyone for their testimony. I will now recognize my-

self for 5 minutes of questions. 
First thing I want to point out is in the GAO report, Mr. Powner. 

I was looking at the primary causes for cost and schedule shortfalls 
and inaccurate preliminary cost and schedule estimates. What at-
tributed to that? Had they changed the needs? Did they not think 
through the whole IT process appropriately? I ask that question in 
light of going out to St. Elizabeths and the cost overruns there. 

Mr. POWNER. A couple things. One is when you look—when we 
look at cost and schedule estimating, requirements is a big area. 
So if you look at requirements many times, as I know Ranking 
Member Barber, you mentioned about getting the user require-
ments up front with systems like SBInet. So, getting the require-
ments nailed down that definitely affects your cost and schedule es-
timate up front. 

Also, we look at the complexity where if you have interdepend-
encies from other systems, and some of these projects have you 
know various components that need to work together. We look for 
critical pass and how they manage that. It is a very disciplined 
process when you look at the complexity involved with some of 
these acquisitions, Mr. Chairman. We find holes in that discipline 
when it comes to both the cost and schedule estimating. 

But again, requirements is key, making sure you have—because 
if you don’t have the requirements up front, you could have dis-
cipline processes. You are still going to have a poor estimate. 

Mr. DUNCAN. Well, I have never built a house, but I was a bank-
er for 81⁄2 years, and financed a lot of them, and saw a lot of wives 
and husbands make changes to the house as it was being built. 
When you change the priorities going forward in any kind of 
project you are going to run into cost overrun. So, you have got 
changes in agency priorities. Can you elaborate? 

Mr. POWNER. There are—again, several of those systems, these 
are the 21 systems that were not within 10 percent of cost and 
schedule estimates. So we saw that again. This is tied to require-
ments too. There is a link to requirements. But we saw some of 
these systems. 

There was a change in priorities for the agency. So, for instance, 
when you start looking at you know a good example—I mean this 
wasn’t, but if you go back to like our US–VISIT work, you know 
one time you are focused on exit and entry, you are focused on a 
biometric. Then all of a sudden we start going with a smaller focus. 

One of the things I would like to highlight when you look at 
these priorities is it is very important to go smaller; smaller incre-
ments on these projects because Mr. Edwards mentioned many 



30 

times—many of the past problems had been they tried to do so 
much all at once. If you look at the corrective action plans cur-
rently in DHS’s statement, there is typically deliverables within 12 
months. So we want to see more of that incremental approach to 
things because then it is more manageable. Then that way we can 
stick to the priorities if it is smaller. 

Mr. DUNCAN. Thank you for your work on that. I am going to 
shift to yours in just a minute because the TECS system is some-
thing I am very, very interested in, Traveler Enforcement, and how 
we are screening the folks that are coming into this country, the 
databases we are building on each of those individuals, but how 
that information is shared between the front-line people that are 
doing visa applications or screening with the State and ICE and 
also there at the border, particularly airports, coming into this 
country. 

So, I will ask Ms. Graves, how did—or how will modernizing the 
TECS system benefit those ICE agents? How does ICE coordinate 
with the CBP in that effort? 

Ms. GRAVES. Well, luckily, sir, there is a joint program office ef-
fort that works together with ICE and CBP that looks at the case 
management aspect of the TECS Modernization, which is the ICE 
piece of equation, as well as the modernization of how the deroga-
tory databases are pulled together to provide that data to the front- 
line officers for their adjudication and for their identification of pos-
sible entrants into the country that have derogatory information 
against them. 

Some of the modernizations that are going on in the TECS—in 
the TECS Modernization program are going to provide some addi-
tional functionality, and particularly there are going to be some im-
provements made that are going to help with the efficiencies of the 
front-line officers. Those include the fact that when the primary ad-
judication is done that that affirmation is going to be packaged and 
passed in an automated fashion to the secondary adjudicator. 

That adjudicator will be able not only to have that immediately 
available, but be able to build upon that by adding additional 
datasets from the Department of Agriculture, from other areas that 
were not included in the first primary screening. 

So, that would streamline the process. The secondary adjudicator 
wouldn’t be starting over. It also feeds directly into once the adju-
dication is made into the case management aspect within ICE so 
that if there is a derogatory finding that would be the—would enter 
into the case management process. 

Both of those systems are being modernized in an integrated 
fashion. The expectation is to exit the mainframe technology with 
both of those systems being off the mainframe technology in con-
cert in 2015. 

Mr. DUNCAN. Yes. I have been down to Nogales to the vehicle 
crossing there and stood in the phone booth-type apparatus where 
the Customs and Border Patrol Agents are screening those cars 
and the occupants. I want to make sure, and I know you do as well, 
but that the information they have on those occupants as they scan 
their ID cards or their passports is accurate and we know that they 
have got every—every bit of information, even if it is derogatory to-
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wards apprehending illegals or terrorists or others that are coming 
into this country. 

I think the American people would want us to make sure that 
those Border Patrol agents have up-to-date and complete informa-
tion on suspected terrorists that might be coming in, or other indi-
viduals. So I am looking forward to seeing how TECS Moderniza-
tion goes forward. I appreciate your testimony. 

With that I will yield to Mr. Barber, the Ranking Member. 
Mr. BARBER. Well, thank you, Mr. Chairman. I wanted to ask 

Ms. Graves a question related to lessons learned and how we might 
improve processes going forward. 

As you know, I noted that we, unfortunately prohibited the end- 
users or the Border Patrol agents from having impact on the initial 
SBInet effort. So, given that experience, and knowing that we 
spent a billion dollars that really didn’t get us too far, what plans 
is the Department or steps the Department taking to include the 
end-users fairly early on in the future development of IT? Can you 
elaborate on what you are doing to change that approach? 

Ms. GRAVES. Yes, absolutely. I am pleased to be able to tell you 
that—I will use the ACE program as an example. We met last 
week and what we are doing in implementing the Agile method-
ology, the Agile development methodology for IT is we are creating 
user stories. The source of that user story, Mr. Powner spoke about 
requirements. But in the Agile methodology the requirements are 
actually drafted into these user stories that are actually developed 
in concert with the embedded operational entities that will work 
with the program throughout its development cycle. 

These users are developing along with the developers. They are 
sitting with the developer. They are talking through the use cases. 
They are testing at appropriate times when functionality is actu-
ally delivered. They are providing immediate feedback, which is 
continuously incorporated into the development cycle so that they 
are constantly at the table. 

There is no separation of church and state. There is no indication 
that there is going to be a quick conversation with a user base and 
then you develop over in the corner and you come back later on 
and you find that you really haven’t hit the mark. It is a contin-
uous process. It is continuous integration, continuous user stories. 
What they also do by having the users at the table is to understand 
how those priorities change. 

We talked about one of the things that drives cost overruns in 
the changing requirement landscape and the shift in priorities. 
With the users constantly at the table we have the opportunity to 
have the business mission side of the equation adjudicate what is 
going to be the next user story that is actually developed. In that 
case it allows us to shift or transfer workload accordingly, driven 
by the business imperative. 

Mr. BARBER. I appreciate the steps. Hopefully they will ensure 
that we go forward with a full understanding of what the end-users 
need and can actually help us design. 

This is a question specific to one of the—Ms. Graves, for you, 
specific to one of the 21 projects that are problematic. I am focusing 
here on the National Cybersecurity Protection System. This com-
mittee, the overall Committee on Homeland Security, I know the 
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Chairman and I am also very concerned about where we are going 
with this. 

The President issued an Executive Order recently putting some 
priority on this for DHS. But, this is one of the 21 that is not doing 
so well. What steps are being taken subsequent to the President’s 
Executive Order to give priority to the cybersecurity IT system? 

Ms. GRAVES. We have an executive steering committee. As I 
spoke earlier about our tiered governance process, we have an exec-
utive steering committee which has actually got the leadership of 
NPPD, the component that owns that system at the table. 

Also, there has a lot of what I would consider to be stakeholder 
involvement from the ISPs, the internet service providers out in 
the commercial sector because that particular system has to be de-
veloped in concert with them. There has to be a full understanding 
of the requirements base as well as the expectation of what the ca-
pability is going to be at the end of delivery. 

So, I think what we are going through now is that ESC is looking 
at those requirements bases and they are making the appropriate 
adjustments along with the ISPs. Some of the conversations for the 
ISPs are on-going and still have to be concluded. So I would put 
for the record that we could come back and speak to that when 
that has occurred. 

Mr. BARBER. You just have a few seconds left, but I just want 
to elaborate on that question as we look at sequestration and what 
is happening to the Department’s budget. How are you going to— 
or how are you prioritizing projects, given what you are facing with 
sequestration? 

Ms. GRAVES. With sequestration the Department will prioritize 
the requirements based on the Secretary’s goal priorities. That of 
course, as she has stated repeatedly in public forums is front-line 
mission. Many of those front-line missions are the ones that we 
have discussed today. 

So I have no doubt that those will be prioritized. It really is 
about the law enforcement officer on the ground and about fully 
outfitting that officer with the communications capability and the 
IT information capability in order to effectively do their job. 

Mr. BARBER. Thank you, Mr. Chairman. 
Mr. DUNCAN. Thank you. 
The Chairman now recognizes the gentleman from Big Sky 

Country, Mr. Daines, for questioning. 
[Off mike.] 
Mr. DAINES. We will try this one. That is better. 
There has been a lot of discussion here about cost and schedule, 

which I completely appreciate and respect. I spent 28 years in the 
private sector, in fact 12 years of a cloud computing company deliv-
ering projects. So I have seen it from both sides. 

There has been—you know the discussion has been on cost and 
on schedule, an important role certainly of the CIO of an organiza-
tion in project management and delivery. But a project is still a 
means to a greater end. I would—as a taxpayer and representative 
of taxpayers of America, there has been investments made. But I 
want to talk to you about the return on that investment, assuming 
for a moment that we do hit projects on schedule and at or below 
budget. 
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Let me talk, Ms. Graves, about the two or three best examples 
where we have really seen a return on investment for the taxpayer 
on completed projects. 

Ms. GRAVES. Again, I will go back to—I will start with ACE and 
then I will segue into a couple of the other programs that we have 
talked about today. 

Particularly for ACE what we have seen in terms of real metrics 
and measurable outcomes that are associated with the improve-
ments that have been made in that program would include faster 
border crossings. The ACE truck manifest capability today provides 
30 percent faster processing time. Industry cash savings, of course 
here with ACE we are dealing primarily with the trade community. 

So today ACE provides for monthly interest-free duty payments 
accounting for over 60 percent of all duty and fee payments. So 
that is a savings to the trade industry. Single window of capability 
for the ACE partners in trade to come into the system and get all 
of the services that are provided by the unified system. So, those 
are just a few with ACE. 

When we look at CIS transformation what we are talking about 
there is an instantaneous improvement with the ability to do auto-
mated benefits approaches. In the sense of the customer, the per-
son asking for adjudication of either benefits or citizenship, it pro-
vides an automatic account setup. 

It provides an ability to take what they input into that auto-
mated account setup in terms of their name, date of birth, other 
personal information. That information will flow to other trans-
actions that they might have with CIS in the future, which makes 
it more customer-friendly. It allows them to look up the status of 
their application. It also provides a customer interface that is—has 
been—the tires have been kicked, it is very user-friendly. 

CIS has proved the outcome as being positive by actually going 
back to the users that have used the new automated system and 
asking them to complete a survey. That survey has indicated a 94 
percent positive response saying that this is much better than what 
they have had to deal with in the past. 

Mr. DAINES. I am glad to hear there is metrics there. What was 
the total investment on ACE, roughly? 

Ms. GRAVES. I think it is about—hold on just a moment, sir, I 
might have that. If I don’t, I will get it back for the record. But 
I think it is about $1.2 billion to date—— 

Mr. DAINES. With $1.2 billion, are you able to quantify any spe-
cific monetary savings for that investment? 

Ms. GRAVES. I don’t have that information readily available. But 
I can certainly get that back for the record. 

Mr. DAINES. I would appreciate just looking—and I realize that 
there may be some more qualitative kind of savings versus quan-
titative because you talk about customer satisfaction. But I think 
it is just helpful as we think about the investment around what is 
quantifiable in terms of return, you know from a dollar viewpoint. 
I would appreciate seeing that information. 

Ms. GRAVES. Yes, sir. 
Mr. DAINES. Any other positive benefits that you maybe could 

comment on relating to the adoption of cloud computing, or move 
to that platform? 
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Ms. GRAVES. I am smiling because this is kind of the wheelhouse 
of the OCIO. So I am very happy to talk about that. 

We have established at DHS two secure data centers, and we are 
consolidating 42 separate data centers into those. We have com-
pleted 18 at this point. The way that we are doing that is we have 
adopted a methodology where establishing cloud services and par-
ticularly platform-as-a-service, software-as-a-service within those 
two data centers so that we can migrate our components to those. 
I will give you two recent examples. 

One, we are in the midst of our enterprise consolidation of our 
email systems and we have moved four of our primary components 
onto that system at this point in time. We have 109,000 users with 
approximately another 120 to go. In that process we have saved— 
we established a service that is essentially $7.00 a mailbox. 

That has been benchmarked against external companies that are 
providing the same type of service. But in fact, ours is enhanced 
because of the security requirements of DHS. But we benchmarked 
that against Google and against Microsoft, et cetera. From the pos-
ture that our components had that have already moved in, we have 
documented the savings and I can provide those to you in, again, 
in a question for the record. 

Also we have—I will give you an example of FEMA. We went 
from $24 a mailbox down to $7.00. So these are really quantifiable 
savings that we can talk about. We have 12 of these enterprise 
cloud services, each one of which has its story attached to it. 

Mr. DAINES. Okay. I yield back. 
Mr. DUNCAN. Thank you. 
The Chairman will recognize Mr. Payne, from New Jersey. 
Mr. PAYNE. Thank you, Mr. Chairman. Good afternoon. 
Mr. Powner and Ms. Graves, I represent the 10th District in New 

Jersey, which encompasses the Port of Newark and Port of Eliza-
beth, which makes up the New York-New Jersey port system. 

So as you know—as you can imagine, I am very concerned about 
the safety of the port and whether we are doing everything we can 
to make sure that our ports have the most up-to-date technologies 
and IT systems that ensures the CBP, as well as local law enforce-
ment, have the tools to be able to do their jobs efficiently and effec-
tively to prevent illegal and dangerous materials from coming into 
our country, all the while expediting the flow of commerce. 

The—a system is being developed with the goal to streamline 
port entry and for legitimate trade, but also to ensure our safety 
and our ports. Could you explain the advances in the ACE tech-
nology? I know you alluded to some of it this morning, Ms. Graves. 
Include how these advances will achieve the goal or streamline 
trade protecting our ports. 

Ms. GRAVES. Certainly. The key here is to provide a platform 
that allows us to operate in the information-sharing environment. 
It is the whole reason why DHS was warned in the first place, be-
cause the failure to share certain information may have resulted in 
9/11. 

When we look across the landscape of what is being provided by 
ACE, they are pulling information from not only within DHS but 
also from cargo manifests, from the screening that gets done at the 
ports themselves. If you are familiar with NIIS, which is the actual 
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screening for rad/nuclear and other explosive materials, that gets 
done at each port. 

All of that information feeds into the commercial environment, 
the automated commercial environment. What it allows the indi-
vidual officers to do is truly develop a risk profile. So the more in-
formation that they have on individual companies with the lon-
gevity of how they have dealt with them in the past and the myr-
iad of information that they have collected on those companies, as 
trade moves in and out of the port they have a profile of individual 
transactions. 

That helps them develop that risk-based approach to where they 
should spend their time, their officers’ eyes on the prize in terms 
of that risk-based analysis. It allows them to develop a set of trust-
ed partners, trusted shippers, and then concentrate on the area 
where there is not as much information or where there may be 
some derogatory information that would you know be better—time 
would be better spent there to try to prevent anything from hap-
pening. 

Mr. PAYNE. Okay. Where do the shortfalls in implementing ACE 
continue to exist? 

Ms. GRAVES. At this point in time we are in a pilot stage of doing 
the first few sprints in the Agile methodology. I think what this 
will do is it will solve some of the problems that we talked about 
at the very beginning. The ability is to be flexible in terms of the 
changing requirements. 

One of the things that I believe got ACE into trouble in the first 
place was the changing priorities of the trade organization, some 
legislative changes that required that the system be updated and 
configured in a different fashion to support those changing legisla-
tive requirements. In this methodology I believe we will be able to 
address those more effectively. 

Mr. PAYNE. Okay. Well I will—in the interest of time I will yield 
back. 

Mr. DUNCAN. Thank the gentleman for yielding back. 
The Chairman will now recognize Mr. O’Rourke from Texas. 
Mr. O’ROURKE. I wanted to follow up on some of the questions 

asked and comments made about return on investment. I know, 
Mr. Powner, in your testimony you pointed to arrests made and 
entry denied as return on the investment made in I believe the 
Century program. 

What about—and Ms. Graves, you talked about in terms of ACE 
getting more efficiencies in crossings—in legitimate crossings. That 
is the subject I am really interested in, how we increase through-
put of legitimate trade, people, and privately-owned vehicles at our 
crossings. Do you have any specific measures for what these invest-
ments turned into? 

Because we know in El Paso, and I think those of us who are 
interested in trade in this country understand that the more we get 
through our ports of entry, the more jobs we create here. There is 
a number that we can ascribe to that return. Can you do that 
against the investment that you have made in these different plat-
forms and softwares and programs and technologies that have been 
adopted? 
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Ms. GRAVES. Yes, we do have performance measures that are in 
place for each one of these programs. If they are specifically de-
signed the way you described, I will have to go back and look. I 
can certainly do that for the record. 

But to the point of the streamlining and the reduction in the 
process time and things of that nature, as—you know as working 
in the finance arena I believe you could quantify those back to dol-
lars. I will check into that. 

Mr. POWNER. If I could add, the discussion about return on in-
vestment, we focus a lot on cost and schedule and stuff. This is ex-
actly the right focus that is needed. So if you look at the—we 
spent—DHS spends $4 billion annually on 68 systems. CBP, ICE, 
and CIS, there is 32 investments about $2 billion. Okay, 32 invest-
ments, $2 billion; that is a lot of money for 32 systems. 

I think the key question for DHS is those 32 systems, what are 
we getting in 2013 for a $2 billion investment in those three orga-
nizations? Or for these 68 systems that we spent $4 billion on, 
what are we getting? 

Mr. O’ROURKE. Right. 
Mr. POWNER. Two-thousand thirteen. What did we get last year? 
So, some of the documentation goes to OMB to justify the invest-

ments. There is some pretty good data in there and some metrics 
that DHS provides—that I provided in my oral statement on the 
US–VISIT application. But I think one of the things is DHS moves 
towards its incremental development. It is great that we are going 
incremental, but the bottom line is if we are going to spend $2 bil-
lion on 32, what are we getting in 2013, what is the plan in 2014? 

Then there is follow up that in fact that functionality was deliv-
ered. Very few Federal agencies and departments—we call that like 
an integrated deployment plan or an integrated release plan. That 
would be very valuable for this committee if you had something 
like that. I think they have it by system. I don’t think they have 
it for the collection of systems. 

Ms. GRAVES. Right—— 
Mr. O’ROURKE. Yes. I was also looking at the numbers related to 

ELIS or E–L–I–S. The over $700 million spent and processed 
through that system I think 16,000 applicants, and realized it is 
not fully implemented yet, but that you know obviously should con-
cern all of us. I am glad that the Ranking Member mentioned 
SBInet and some of the boondoggles that DHS has been involved 
in, in the past. 

So, my question for the inspector general, or GAO, for Ms. 
Graves, is—when do you know when it is time to pull the plug on 
something and when you are not achieving that return that war-
rants additional money spent, especially in a time of tight budgets? 
Especially when we can’t get enough CBP officers manning our 
ports of entry in El Paso? 

Mr. EDWARDS. Well, basically it is the triple constraint. If you 
have the scope and schedule and cost, and if the scope deviates, 
naturally the cost and the schedule is going to deviate. 

What DHS in the past has been doing was this big-bang ap-
proach, and not having a complete cost for the—lifetime costs for 
the systems in place. But in the last few years, with Rafael Borras 
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now, the Secretary and Deputy Lute, they have not looked at IT 
just as IT, but looked—have a holistic approach. 

The IT piece and the acquisition; they want to create a group 
program called Accountability and Risk Management. Every IT 
requisition or request needs to go through this review board. They 
need to come prepared with the entire life-cycle cost of what it 
takes, and did they really meet that or not. 

So they have a good process in place. It is going to take some 
time for them to get where they need to be. 

Mr. O’ROURKE. I yield back. 
Mr. DUNCAN. Thank you. 
Thank you. Unfortunately we do have another vote series, about 

10 minutes left on the clock. 
So, Mr. Edwards, I thought you were going to get through the 

whole hearing without having to answer a question, but you got in 
there at the end. 

So I want to thank the witnesses for your valuable testimony, 
and the Members for their questions today. It is a learning process 
for this committee on how IT is being integrated for the Depart-
ment. We want to see some successes there because it is very im-
portant to the safety and security of this Nation. 

Mr. Daines asked some questions that weren’t answered. So if 
you could provide those in writing. The Members of the committee 
may have additional questions for the witnesses, and we will ask 
you to respond of these questions in writing. 

Without objection, the committee will be adjourned. Thank you. 
[Whereupon, at 3:53 p.m., the subcommittee was adjourned.] 
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A P P E N D I X 

QUESTIONS FROM CHAIRMAN JEFF DUNCAN FOR MARGARET H. GRAVES 

Question 1. What additional authorities could help the DHS CIO ensure border 
security and immigration IT programs are delivered on time, on budget, and meet/ 
exceed capabilities? 

Answer. Response was not received at the time of publication. 
Question 2. What steps has DHS taken to ensure that legacy border and immigra-

tion IT systems can effectively share data and ‘‘speak to one another’’? What con-
cerns, if any, do you have on information sharing between legacy systems and how 
might these concerns impact border and immigration officers in the field? 

Answer. Response was not received at the time of publication. 
Question 3. CBP’s Northern Border Remote Video Surveillance System was de-

layed by 2 months. How did this affect our security along the Northern Border? 
What is the current status of the program? 

Answer. Response was not received at the time of publication. 
Question 4. The DRO Modernization effort is supposed to make detention and re-

moval more efficient. What does this mean in plain English? Should the American 
people be prepared for a higher number of detainee releases once this effort is com-
pleted in the future? 

Answer. Response was not received at the time of publication. 
Question 5. What is the status of IT efforts associated with the Secure Commu-

nities program? What have been the key IT challenges as the program has been de-
ployed across the Nation? Are State and local infrastructures capable of properly 
supporting the program? 

Answer. Response was not received at the time of publication. 

QUESTION FROM HONORABLE RICHARD HUDSON FOR MARGARET H. GRAVES 

Question. We frequently read about the inability of newly-deployed systems to 
communicate with one another and their predecessors once deployed. What is DHS 
doing to ensure that systems like TECS, a system of records that include temporary 
and permanent enforcement, inspection, and operational records relevant to the 
antiterrorism and law enforcement mission of numerous Federal agencies, will be 
able to interface with the existing systems at DHS as well as other Federal, State, 
and local agencies? 

Answer. Response was not received at the time of publication. 

QUESTION FROM HONORABLE BETO O’ROURKE FOR MARGARET H. GRAVES 

Question. Although we recognize that RFID requirements for passports involves 
addressing globally-accepted standards, I understand that Ready Lanes used at our 
ports of entry to increase inspection efficiencies cannot use readers to scan RFID- 
enabled passports. The passport card, the laser visa/border crossing card, and the 
permanent resident card, however, all can be scanned at out ports of entry. 

What is being done to better coordinate technology acquisition when used across 
multiple agency platforms? 

How do we best address these inefficiencies? 
How is CBP educating the public on the benefits of a U.S. passport card versus 

a regular passport book for admissions? 
Answer. Response was not received at the time of publication. 

QUESTIONS FROM CHAIRMAN JEFF DUNCAN FOR DAVID A. POWNER 

Question 1. What grade (A,B,C,D,F) would you give CBP, ICE, and USCIS in their 
development and implementation of major IT programs based on their ability to 
meet mission needs, cost, and schedule? 
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How would you rate DHS’s performance in delivering IT systems against other 
Federal agencies? 

Answer. Response was not received at the time of publication. 
Question 2. Do DHS and its components (CBP, ICE, USCIS) have a shared vision 

and strategy for its IT programs? 
If not, what impact does this have on their success? 
Answer. Response was not received at the time of publication. 
Question 3. IT management was highlighted in GAO’s recently-issued ‘‘High-Risk 

List’’. According to GAO, the Department still has only partially addressed 4 of 6 
IT management outcomes. Is DHS heading in the right direction to fix these defi-
ciencies? 

Why hasn’t more progress been made on these outcomes? 
Answer. Response was not received at the time of publication. 

QUESTION FROM HONORABLE RICHARD HUDSON FOR DAVID A. POWNER 

Question. We frequently read about the inability of newly-deployed systems to 
communicate with one another and their predecessors once deployed. What is DHS 
doing to ensure that systems like TECS, a system of records that include temporary 
and permanent enforcement, inspection, and operational records relevant to the 
antiterrorism and law enforcement mission of numerous Federal agencies, will be 
able to interface with the existing systems at DHS as well as other Federal, State, 
and local agencies? 

Answer. Response was not received at the time of publication. 

QUESTIONS FROM CHAIRMAN JEFF DUNCAN FOR CHARLES K. EDWARDS 

Question 1. What grade (A,B,C,D,F) would you give CBP, ICE, and USCIS in their 
development and implementation of major IT programs based on their ability to 
meet mission needs, cost, and schedule? 

How would you rate DHS’s performance in delivering IT systems against other 
Federal agencies? 

Answer. Response was not received at the time of publication. 
Question 2. What steps does DHS need to take to ensure IT programs supporting 

our border agents and immigration officers are efficient and effective moving for-
ward? 

Answer. Response was not received at the time of publication. 
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